Integritetspolicy for Feelway

Vilkommen till integritetspolicyn for Feelway. Den hér policyn hjdlper dig att forsta vilka uppgifter vi samlar in, varfor vi gor det
och vilka rattigheter du har i samband med det.
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Agare och Personuppgiftsansvarig

zollsoft GmbH
Ernst-Haeckel-Platz 5/6
07745 Jena

Agarens e-post: paul@zollsoft.de

Typer av Uppgifter som vi samlar in

De typer av Personuppgifter som denna Applikation samlar in, antingen sjélv eller via tredje part, inkluderar féljande:

Anviandningsdata

e-postadress

Universellt unik identifierare (UUID)

unika enhetsidentifierare fér annonsering (t.ex. Google Advertiser ID eller IDFA)
Sparare

olika typer av Uppgifter

konton i sociala medier

Uppgifter som kommuniceras nar du anvéander tjansten
Mikrofonbehérighet, utan inspelning
enhetsinformation

sidvisningar

IP-adress

webbldsarinformation

klick

webbhistorik

svar pa fragor

Fullstdndig information om varje typ av Personuppgifter som samlas in finns i sarskilda avsnitt i denna integritetspolicy eller i
sdrskilda forklaringstexter som visas innan Uppgifterna samlas in.

Personuppgifter kan ldmnas frivilligt av Anvandaren eller samlas in automatiskt nar denna Applikation anvéands, vilket &r fallet
med Anvédndningsdata.

Om inget annat anges ar alla Uppgifter som denna Applikation begér obligatoriska. Om de inte tillhandahalls kan det bli omojligt
for denna Applikation att leverera sina tjanster. Nar denna Applikation uttryckligen anger att vissa Uppgifter inte ar obligatoriska
kan Anvandaren avsta fran att limna dem utan att Tjanstens tillgdnglighet eller funktion paverkas.

Anvindare som &r osikra pé vilka Personuppgifter som &r obligatoriska kan kontakta Agaren.

All anviandning av Cookies — eller andra sparningsverktyg — av denna Applikation eller av dgare till tredjepartstjdnster som
anvédnds av denna Applikation sker for att tillhandahalla en Tjanst som Anvandaren begér, utéver eventuella andra syften som
beskrivs i detta dokument och i Cookiepolicyn.



Anvandaren ansvarar for alla Personuppgifter om tredje part som Anvédndaren erhaller, publicerar eller delar via denna
Applikation.

Plats och metod for Uppgiftsbehandling

Metoder for behandling

Agaren vidtar 1impliga sikerhetsatgarder for att férhindra obehorig atkomst, utlimning, dndring eller obehérig forstéring av
Uppgifterna.

Uppgifterna behandlas med hjélp av datorer och/eller IT-verktyg, enligt organisatoriska forfaranden och metoder som é&r strikt
relaterade till de angivna dndamaélen. Utdver Agaren kan Uppgifterna i vissa fall vara tillgingliga for vissa ansvariga personer
som dr involverade i driften av denna Applikation (administration, forsédljning, marknadsforing, juridik, systemadministration)
eller for externa parter (t.ex. tredjepartsleverantorer av tekniska tjanster, postoperatorer, webbhotell, IT-foretag,
kommunikationsbyréer) som vid behov utses till Personuppgiftsbitriden av Agaren. En aktuell férteckning éver dessa parter kan
nér som helst fas fran Agaren.

Plats

Uppgifterna behandlas p& Agarens verksamhetskontor och pd alla andra platser dir parterna som deltar i behandlingen finns.

Beroende pa var Anvéndaren befinner sig kan datagverforingar innebéra att Anvandarens Uppgifter verfors till ett annat land dn
det egna. Mer information om var saddana 6verforda Uppgifter behandlas finns i avsnittet med detaljerad information om
Personuppgiftsbehandlingen.

Lagringstid

Om inget annat anges i detta dokument behandlas och lagras Personuppgifter sa ldnge som kravs for det syfte for vilket de har
samlats in. De kan dven lagras langre dn sa pa grund av tillampliga rattsliga forpliktelser eller med Anvédndarens samtycke.

Syften med behandlingen

Anvindarens Uppgifter samlas in fér att Agaren ska kunna tillhandahalla sin Tjanst, uppfylla sina réttsliga forpliktelser, svara p&
begadranden om verkstéllighet, skydda sina (eller Anvéandares eller tredje parts) rattigheter och intressen, upptécka skadlig eller
bedréaglig aktivitet samt foljande:

¢ Plattformstjanster och -hosting

Registrering och autentisering

Kontakt med Anvéandaren

Virdtjanster och backendinfrastruktur

Overvakning av infrastruktur

Enhetsbehorigheter for tillgang till Personuppgifter
Betatestning

Testning av funktioner och innehéllsprestanda (A/B-testning)
Analys

Heatmapping og registrering af sessioner

Hantering av datainsamling och onlineundersékningar
Hantering av betalningar

Detaljerad information om Personuppgiftsbehandlingen

Analys

Tjénsterna i detta avsnitt gér det mojligt fér Agaren att 6vervaka och analysera webbtrafiken och kan anvéndas fér att spara
Anvéndarbeteende.

>

PostHogs produktanalys

Foretag: PostHog, Inc.

Plats for behandling: USA



Personuppgifter som behandlas: enhetsinformation +6

Betatestning

Denna typ av tjdnst gor det mojligt att hantera Anvandarens tillgang till denna Applikation, eller delar av den, i syfte att testa en
viss funktion eller hela Applikationen.

Tjansteleverantoren kan automatiskt samla in kraschdata och statistik om Anvandarens anvdndning av denna Applikation i en
personligt identifierbar form.

>

”

TestFlight

Foretag: Apple Inc.

Plats for behandling: USA

Personuppgifter som behandlas: Anvéandningsdata +1
>

=

J

Google Play Beta Testing

Foretag: Google Ireland Limited
Plats for behandling: Irland

Personuppgifter som behandlas: Anvédndningsdata +2

Enhetsbehorigheter for tillgang till Personuppgifter

Denna Applikation begér vissa behorigheter av Anvéandaren for att fa tillgang till Anvandarens Enhetsuppgifter enligt
beskrivningen nedan.

4

Enhetsbehoérigheter for tillgang till Personuppgifter

Personuppgifter som behandlas: Mikrofonbehorighet, utan inspelning

Hantering av betalningar
Om inget annat anges behandlar denna Applikation alla betalningar som goérs med kreditkort, bankdverforing eller andra betalsétt
via externa betaltjanstleverantorer. I allménhet och om inget annat anges ombeds Anvéndaren att uppge sina betalningsuppgifter

och personuppgifter direkt till dessa betaltjanstleverantoérer. Denna Applikation deltar inte i insamlingen och behandlingen av
sadana uppgifter, utan mottar endast ett meddelande fran betaltjanstleverantéren om huruvida betalningen har genomforts.

>

RevenueCat

Foretag: RevenueCat, Inc.



Plats for behandling: USA

Personuppgifter som behandlas: Anvandningsdata +1

Hantering av datainsamling och onlineundersokningar

Denna typ av tjanst gor det mdjligt for denna Applikation att skapa, anvdnda, administrera, distribuera och analysera
onlineformulér och undersokningar for att samla in, spara och ateranvanda Data fran alla deltagande Anvéndare.

Vilka Personuppgifter som samlas in beror pa vilken information som begérs i formularet och vilken information Anvédndaren
fyller i.

Dessa tjédnster kan integreras med ett stort antal tredjepartstjénster for att Agaren dérefter ska kunna anvianda insamlade Data pa
olika satt — t.ex. for att hantera kontakter, skicka meddelanden, ta fram analyser, annonsera och behandla betalningar.

>

PostHog-undersokningar

Foretag: PostHog, Inc.
Plats for behandling: USA

Personuppgifter som behandlas: Anvdndningsdata +5

Heatmapping og registrering af sessioner
Tjéanster for heatmapping anvénds for att visa vilka delar av denna Applikation som Anvéndare oftast interagerar med. Detta visar
vad som uppfattas som mest intressant. Dessa tjanster gor det majligt att 6vervaka och analysera webbtrafiken och spara

Anvindarbeteendet.
Vissa av tjansterna kan spela in sessioner sa att de kan spelas upp och visas vid en senare tidpunkt.

>

PostHogs sessionsuppspelning

Foretag: PostHog, Inc.
Plats for behandling: USA

Personuppgifter som behandlas: Anvédndningsdata +2

Kontakt med Anvandaren

>

E-postlista eller nyhetsbrev

Personuppgifter som behandlas: Anvéndningsdata +2

Plattformstjdnster och -hosting

Syftet med dessa tjanster ar att vara vard (host) for och driva viktiga komponenter av denna Applikation, sa att denna Applikation
kan tillhandahéllas fran en enhetlig plattform. Sddana plattformar forser Agaren med ett brett utbud av verktyg — t.ex. verktyg fér
analys, anvandarregistrering, kommentarer, databashantering, e-handel, betalningar — som medfor att Personuppgifter samlas in
och behandlas.



Vissa av tjédnsterna drivs via geografiskt spridda servrar, vilket gor det svart att avgora exakt var Personuppgifterna faktiskt
lagras.

>
T
J
Google Play Butik

Foretag: Google Ireland Limited
Plats for behandling: Irland
Personuppgifter som behandlas: Anvandningsdata

>

”

App Store Connect

Foretag: Apple Inc.
Plats for behandling: USA

Personuppgifter som behandlas: Anvandningsdata +3

Registrering och autentisering

Genom att registrera eller autentisera sig tillater Anvédndaren att denna Applikation identifierar Anvédndaren och ger Anvandaren
tillgang till sarskilda tjanster. Beroende pa vad som anges i beskrivningen nedan kan tredje part tillhandahalla registrerings- och
autentiseringstjanster. I sd fall kan denna Applikation fa tillgéng till vissa Uppgifter som lagras av dessa tredjepartstjanster i
registrerings- eller identifieringssyfte.

Vissa av tjdnsterna nedan kan ocksa samla in Personuppgifter for riktad marknadsforing och profilering. Mer information om
detta finns i beskrivningen av varje tjanst.

>

”

Logga in med Apple

Foretag: Apple Inc.

Plats for behandling: USA

Personuppgifter som behandlas: e-postadress
>

=

J

Firebase Authentication

Foretag: Google Ireland Limited
Plats for behandling: Tyskland

Personuppgifter som behandlas: e-postadress +1

Testning av funktioner och innehallsprestanda (A/B-testning)



Tjénsterna i detta avsnitt gér det mojligt for Agaren att spara och analysera Anvindarnas respons genom att studera webbtrafik
eller beteende i samband med fordndringar av strukturen, texten eller ndgon annan komponent av denna Applikation.

>

PostHogs funktionsflaggor och A/B-testning

Foretag: PostHog, Inc.
Plats for behandling: USA

Personuppgifter som behandlas: Anvandningsdata +3

Virdtjanster och backendinfrastruktur

Denna typ av tjanst har till syfte att lagra data och filer som méjliggor drift och distribution av denna Applikation eller att
tillhandahalla en fardig infrastruktur for att driva specifika funktioner eller delar av denna Applikation.

Vissa av de tjdnster som anges nedan, om nagra tjdnster anges, kan drivas via geografiskt spridda servrar, vilket gor det svart att
avgora exakt var Personuppgifterna faktiskt lagras.

>

API for OpenAl

Foretag: OpenAl L.L.C.
Plats for behandling: USA
Personuppgifter som behandlas: Uppgifter som kommuniceras nér du anvéander tjdnsten

>

DigitalOcean

Foretag: DigitalOcean Inc.
Plats for behandling: Tyskland
Personuppgifter som behandlas: olika typer av Uppgifter enligt vad som framgar av tjanstens integritetspolicy

>

!

Amazon S3

Foretag: Amazon Web Services, Inc.
Plats for behandling: USA

Personuppgifter som behandlas: Anvdndningsdata

Overvakning av infrastruktur



Denna typ av tjanst gor det mdjligt for denna Applikation att 6vervaka hur dess olika komponenter anvands och beter sig, i syfte
att forbattra prestanda, drift, underhall och felsékning.

Vilka Personuppgifter som behandlas beror pa tjansternas egenskaper och hur de har implementerats. Tjansternas funktion ar att
filtrera aktiviteter i denna tjanst (denna Applikation).

Datadog

>

Foretag: Datadog, Inc.
Plats for behandling: Tyskland
Personuppgifter som behandlas: olika typer av Uppgifter enligt vad som framgar av tjanstens integritetspolicy

>

Sentry
Foretag: Functional Software, Inc.

Plats for behandling: USA

Personuppgifter som behandlas: olika typer av Uppgifter enligt vad som framgar av tjanstens integritetspolicy

Ytterligare information om Personuppgiftsbehandlingen

Likvardigt skydd av Anvandaruppgifter

Denna Applikation delar endast Anvandarens Uppgifter med noggrant utvalda tredje parter som tillhandahaller samma eller ett
jamforbart skydd for Anvandaruppgifter som denna integritetspolicy och géllande dataskyddslagar. Ytterligare information om
tredje parters databehandling och integritetspraxis finns i deras respektive integritetspolicy.

Pushnotiser

Denna Applikation kan skicka pushnotiser till Anvédndaren for att uppna de syften som beskrivs i denna integritetspolicy.

Anvéndaren kan i de flesta fall sdga nej till pushnotiser genom att ga till sina enhetsinstéllningar, till exempel notisinstallningarna
for mobiltelefoner, och dndra instédllningarna for denna Applikation och vissa eller alla andra appar pa den aktuella enheten.
Anvéndaren bor vara medveten om att denna Applikation kan bli mindre anvandbar om pushnotiser inaktiveras.

Unik enhetsidentifiering

Denna Applikation kan spara Anvindaren genom att lagra en unik identifierare for Anviandarens enhet, antingen for
analysdndamal eller for att spara Anvandarnas installningar.

Anvandaridentifiering via en universellt unik identifierare (UUID)

Denna Applikation kan spara Anvandare genom att lagra en sa kallad universellt unik identifierare (UUID) for analysdndamal
eller for att lagra Anvédndarens instédllningar. Denna identifierare genereras nér Applikationen installeras och ligger kvar mellan
applikationsoppningar och uppdateringar. Den forsvinner dock nar Anvandaren raderar Applikationen. Néar applikationen
ominstalleras genereras ett nytt UUID.

Personuppgifter fran andra kallor é&n Anviandaren

Agaren av denna Applikation kan ha gjort en tilldten insamling av Anvéndarens Personuppgifter utan Anvéndarens vetskap
genom att ateranvanda eller himta dem fran tredje part pa de grunder som ndmns i avsnitten som anger réttslig grund for
behandlingen. Om Agaren har samlat in Personuppgifter p& detta sétt kan specifik information om kéllan fés i de relevanta
avsnitten i detta dokument eller direkt av Agaren.



Automatiserat beslutsfattande

Automatiserat beslutsfattande innebér att ett beslut som sannolikt medfor réttsverkan eller pa liknande sétt i betydande grad
paverkar Anvandaren fattas enbart med tekniska medel, utan ménsklig inblandning. Denna Applikation kan anvdnda Anvandarens
Personuppgifter for att fatta beslut som helt eller delvis baseras pa automatiserade processer i enlighet med de syften som anges i
detta dokument. Denna Applikation anviander automatiserade beslutsprocesser i den man det 4r nodvandigt for att inga eller
fullgéra ett avtal mellan Anvindaren och Agaren, eller med stdd av Anvéndarens uttryckliga samtycke, dér ett sdant samtycke
kravs enligt lag. Automatiserade beslut fattas med hjélp av tekniska medel — mestadels baserat pa algoritmer enligt fordefinierade
kriterier — som &ven kan tillhandahéllas av tredje part. Automatiserat beslutsfattande anvénds for att

mojliggora eller pa annat sétt forbattra beslutsprocessen ge Anvéandaren en rittvis och opartisk behandling baserad pa
konsekventa och enhetliga kriterier minska potentiell skada som beror pa den méanskliga faktorn, personliga fordomar och
liknande som kan leda till diskriminering eller en obalanserad behandling av individer m.m. minska risken for att Anvéandaren
inte kan fullgora sina avtalsskyldigheter. Mer information om syften, eventuella tredjepartstjdnster och eventuella sarskilda skl
for att automatiserat beslutsfattande anvands av denna Applikation finns i relevanta avsnitt i detta dokument. Konsekvenser for
Anvéndaren av automatiserat beslutsfattande samt Anvéandarens réttigheter i samband med automatiserat beslutsfattande

Anvéndare som blir féremal for sddan behandling har specifika rattigheter som kan utévas for att forhindra eller pa annat sétt
begransa de potentiella féljderna av automatiserade beslut. Anviandaren har i synnerhet ratt att

fd en forklaring till beslut som fattats pd grundval av en automatiserad process och framféra sina synpunkter pa dem 6verklaga ett
beslut genom att be Agaren att omprova det eller fatta ett nytt beslut pa en annan grundval begéra att en méanniska ingriper i
sddan behandling, vilket Agaren r skyldig att tillgodose.

Mer information om Anvéandarens rattigheter och hur dessa kan utovas finns i avsnittet om Anvéandarens rattigheter i detta
dokument.

Onlineforsaljning av varor och tjanster

De Personuppgifter som samlas in anvands for att tillhandahalla tjanster eller sélja varor till Anvandaren, inklusive betalning och
eventuell leverans. Personuppgifter som samlas in for att genomféra betalningen kan inkludera kreditkort, ett bankkonto som
anvénds for verforingen eller vilket som helst annat betalningsmedel som kan bli aktuellt. Vilken typ av Uppgifter som samlas
in av denna Applikation beror pa vilket betalningssystem som anvands.

Cookiepolicy
Denna Applikation anvander Sparare. Mer information finns i Cookiepolicyn.

Ytterligare information for Anviandare i Europeiska unionen

Detta avsnitt géller for alla Anvédndare i EU, enligt den allméanna dataskyddsférordningen ("GDPR”). Om den 6vriga
integritetspolicyn innehaller potentiellt avvikande eller motstridig information har detta avsnitt foretrdde for Anvandare i EU.
Ytterligare information om vilka kategorier av Uppgifter som behandlas, syftet med behandlingen, eventuella kategorier av
mottagare av Personuppgifterna och ytterligare information om Personuppgifter finns i avsnittet “Detaljerad information om
Personuppgiftsbehandlingen” i detta dokument.

Rattslig grund for behandling

Agaren kan behandla Anvéndarens Personuppgifter om nigot av foljande ar tillampligt:

¢ Anvéndaren har gett sitt samtycke for ett eller flera specifika &ndamal.

« Tillhandahéllandet av Personuppgifter ar nodvéndigt for att fullgora ett avtal med Anvédndaren och/eller for att vidta
atgarder innan ett sadant avtal ingds.

e Behandlingen r nédvindig for att fullgora en réttslig férpliktelse som &ligger Agaren.

* behandlingen rér utférandet av en uppgift av allmént intresse eller utgér ett led i Agarens myndighetsutévning

 Behandlingen 4r nédvindig for dandamal som rér Agarens eller tredje parts beréttigade intressen.

Agaren klargér girna vilken rittslig grund som tillampas i specifika fall, och i synnerhet huruvida Personuppgifterna méste
tillhandahallas pa grund av ett lagstadgat eller avtalsenligt krav eller for att de kravs for att ingd ett avtal.

Ytterligare information om lagringstid

Om inget annat anges i detta dokument behandlas och lagras Personuppgifter sa linge som kravs for det syfte for vilket de har
samlats in. De kan &ven lagras langre 4n sa pa grund av tillampliga rattsliga forpliktelser eller med Anvédndarens samtycke.

Detta innebér att


https://www.iubenda.com/app/privacy-policy/14562490/cookie-policy

e Personuppgifter som samlas in fér &ndamal som ror fullgérandet av ett avtal mellan Agaren och Anvindaren lagras tills
avtalet har fullgjorts.

* Personuppgifter som samlas in fér Agarens berittigade intressen lagras sa linge som krévs for att uppfylla dessa syften.
Specifik information om de beréttigade intressen som Agaren &beropar finns i relevanta avsnitt i detta dokument och kan
dven fas direkt av Agaren.

Agaren kan ha lov att lagra Personuppgifter under en lidngre period om Anvindaren har gett sitt samtycke till sédan behandling,
forutsatt att samtycket inte aterkallas. Dessutom kan Agaren vara skyldig att lagra Personuppgifter under en lingre tid nér det
kravs for att fullgora en réttslig forpliktelse eller en myndighets begaran.

Nar lagringsperioden 16per ut ska Personuppgifterna raderas. Det betyder att rédtten till tillgang, radering, rattelse och
dataportabilitet inte l1dngre kan utvas nédr lagringsperioden har 16pt ut.

Anvandarens rattigheter enligt den allmianna dataskyddsférordningen (GDPR)

Anvindaren kan utdva vissa réttigheter i friga om de Uppgifter som Agaren behandlar.
Anvéndaren har i synnerhet ritt att gora féljande, i den man lagen tillater det:

o Aterkalla sitt samtycke nir som helst. En Anvindare som tidigare har samtyckt till behandling av Personuppgifter har
rétt att dterkalla sitt samtycke.

¢ Invinda mot Personuppgiftsbehandling. Anvandaren har rétt att invanda mot att dennes Uppgifter behandlas om
behandlingen sker pa en annan rittslig grund dn samtycke.

o Fa tillgang till sina uppgifter. Anvindaren har ritt att fi veta om Agaren behandlar hens Uppgifter, i information om
vissa aspekter av behandlingen och fa en kopia av de Uppgifter som behandlas.

¢ Kontrollera korrekthet och begira rittelse. Anviandaren har rétt att kontrollera att Uppgifterna ar korrekta och begéra att
de uppdateras eller réttas.

 Begrinsa behandlingen av Uppgifter. Anvindaren har ritt att begridnsa behandlingen av sina Uppgifter. Agaren kommer
da inte att behandla Uppgifterna i nagot annat syfte &n att lagra dem.

¢ Fa sina Personuppgifter raderade eller pa annat satt borttagna. Anvandaren har ratt att fa sina Uppgifter raderade av
Agaren.

¢ Ta emot sina Uppgifter och fa dem éverforda till en annan personuppgiftsansvarig. Anvandaren har rétt att fa sina
Uppgifter i ett strukturerat, allmédnt anvant och maskinldsbart format och, om det ar tekniskt mojligt, att fa dem 6verforda
till en annan personuppgiftsansvarig utan hinder.

¢ Lamna in ett klagomal. Anvandaren har rétt att 1amna in ett klagomal till beho6rig dataskyddsmyndighet.

Anviandaren har ocksa ritt att fa information om den réttsliga grunden for eventuell 6verforing av Uppgifter till ett annat land,
inklusive till en internationell organisation som lyder under folkrétten eller har inréttats av tva eller flera lander, t.ex. FN, samt
om de sdkerhetsatgdrder som Agaren vidtar for att skydda Anvandarens Uppgifter.

Information om rétten att invanda mot behandling

Om Personuppgifter behandlas med ett allmént intresse som grund, som ett led i Agarens myndighetsutévning eller for
att tillgodose Agarens berittigade intressen, kan Anvindaren invianda mot sadan behandling genom att ange skl som
hénfor sig till dennes specifika situation.

Om Personuppgifter diremot behandlas i direktmarknadsforingssyfte kan Anvandaren néar som helst, kostnadsfritt och
utan nagon som helst motivering invianda mot denna behandling. Om Anvéandaren invinder mot behandling i
direktmarknadsforingssyfte kommer Personuppgifterna inte lingre att behandlas for sadana dndamal. Information om
huruvida Agaren behandlar Personuppgifter i direktmarknadsforingssyfte finns i relevanta avsnitt i detta dokument.

Hur dessa rattigheter utévas

Anvindare som vill utéva sina réttigheter kan limna en begéran till Agaren via kontaktuppgifterna i detta dokument. Det kostar
inget att ldmna in en begéran. Agaren besvarar varje begiran sd snart som méjligt, och alltid inom en ménad, och ger Anvéndaren
den information som lagen krdver. Om Personuppgifter har ldimnats ut till andra kommer Agaren att meddela varje mottagare om
eventuella rittelser, raderingar eller begrinsningar av behandlingen, sdvida detta inte visar sig vara omdjligt eller medfora en
oproportionell anstringning. Anvindaren kan vinda sig till Agaren for att f& information om dessa mottagare.

Ytterligare information for Anvandare i Schweiz

Detta avsnitt galler for Anvdndare i Schweiz. Om den Gvriga integritetspolicyn innehdller potentiellt avvikande eller motstridig
information har detta avsnitt foretrdde fér Anvéndare i Schweiz.

Ytterligare information om vilka kategorier av Uppgifter som behandlas, syftet med behandlingen, eventuella kategorier av
mottagare av personuppgifterna, lagringstid och ytterligare information om Personuppgifter finns i avsnittet ”Detaljerad
information om Personuppgiftsbehandlingen” i detta dokument.



Anvandarens rattigheter enligt den schweiziska federala dataskyddslagen

Anvandaren kan inom lagens granser utéva vissa rattigheter i fraga om sina Uppgifter, bland annat:

o ritten till tillgéng till Personuppgifter;

e ritten att invdnda mot behandlingen av Personuppgifter (som ocksa ger Anvéandaren ratt att krdva att
Personuppgiftsbehandlingen begrénsas, att Personuppgifter raderas eller forstors, att specifika utlimnanden av
Personuppgifter till tredje part férbjuds);

o ritten att fa ut sina Personuppgifter och fa dem 6verforda till en annan personuppgiftsansvarig (dataportabilitet);

e ritten att begdra att felaktiga Personuppgifter réttas.

Hur dessa rattigheter utévas

Anvindare som vill utéva sina réttigheter kan ldmna en begéran till Agaren via kontaktuppgifterna i detta dokument. Det kostar
inget att [amna in en begdran. Agaren besvarar varje begéran sa snart som mgjligt och ger Anvandaren den information som lagen
kréver.

Ytterligare information for Anvdndare i Brasilien

Detta avsnitt &r integrerat med och kompletterar informationen i den 6vriga integritetspolicyn. Det tillhandahalls av enheten som
driver denna Applikation och, i tillampliga fall, dess moderbolag, dotterbolag och narstaende bolag (gemensamt kallade »vi”,
”0ss” och ”var” i detta avsnitt).

Detta avsnitt géller alla Anvéndare i Brasilien, enligt ”Lei Geral de Protecdo de Dados” ("LGPD”; Anvéndaren kallas nedan ”du”,
”din”, ”dina”). Om den 6vriga integritetspolicyn innehaller potentiellt avvikande eller motstridig information har detta avsnitt
foretrade for Anvandare i Brasilien.

I denna del av dokumentet har termen ”personuppgift” samma betydelse som i LGPD.

Grunderna for var behandling av dina personuppgifter

Vi far endast behandla dina personuppgifter om vi har en réttslig grund for det. De réttsliga grunderna ar f6ljande:

o ditt samtycke till behandlingen

o efterlevnad av en réttslig eller lagstadgad skyldighet som aligger oss

 verkstdllandet av offentliga beslut enligt lagar och bestammelser eller baserat pa avtal, 6verenskommelser eller liknande
rdttsliga instrument

en forskningsenhets genomférande av undersokning, foretradesvis med hjalp av anonymiserade personuppgifter
fullgérande av ett avtal och vidtagande av atgarder innan ett avtal ingas, forutsatt att du ar avtalspart

utdvandet av vara rattigheter i rattsliga, administrativa eller skiljedomsférfaranden

skydd av din eller tredje parts fysiska sdkerhet

skydd av hélsa — i samband med uppgifter som utfors inom hélso- och sjukvarden eller av vardpersonal

véra berédttigade intressen, sdvida inte dina grundlaggande rattigheter och friheter vager tyngre

kreditskydd.

Om du vill veta mer om de réttsliga grunderna kan du nér som helst kontakta oss via kontaktuppgifterna i det har dokumentet.

Kategorier av personuppgifter som behandlas

Auvsnittet “Detaljerad information om Personuppgiftsbehandlingen” i det har dokumentet innehaller information om vilka
kategorier av personuppgifter som behandlas.

Varfor vi behandlar dina personuppgifter

Avsnitten ”Detaljerad information om Personuppgiftsbehandlingen” och ”Syften med behandlingen” i det har dokumentet
innehaller information om varfor vi behandlar dina personuppgifter.

Dina integritetsrattigheter i Brasilien, hur du lamnar in en begéaran och vart svar pa din begaran
Dina integritetsrattigheter i Brasilien

Du har ratt att

fa veta om dina personuppgifter behandlas

fa tillgéng till dina personuppgifter

fa ofullstandiga, felaktiga eller fordldrade personuppgifter riattade

fa onddiga eller 6verflodiga personuppgifter, eller uppgifter som inte behandlas i enlighet med LGPD, anonymiserade,
blockerade eller borttagna



 f& information om majligheten att ge eller neka samtycke och konsekvenserna av att gora det

¢ fa information om tredje part med vilken vi delar dina personuppgifter

¢ pa uttrycklig begdran fa mojlighet att 6verfora dina personuppgifter (undantaget anonymiserade uppgifter) till en annan
tjanste- eller produktleverantor, forutsatt att véra affars- och foretagshemligheter skyddas

» f& dina personuppgifter raderade om behandlingen grundar sig pa ditt samtycke, savida inte ett eller flera av undantagen i
art. 16 i LGPD géller

¢ ndr som helst aterkalla ditt samtycke

¢ ldmna in ett klagomal rérande dina personuppgifter till ANPD (den nationella dataskyddsmyndigheten) eller till ett
konsumentskyddsorgan

» motsdtta dig en behandling i de fall da behandlingen inte sker i enlighet med lagen

¢ begira tydlig och adekvat information om de kriterier och forfaranden som anvénds vid automatiserade beslut

¢ begdra granskning av beslut som enbart grundats pa automatiserad behandling av dina personuppgifter och som paverkar
dina intressen. Detta inkluderar bland annat beslut som fattas i syfte att definiera din personliga, yrkesméssiga, konsument-
och kreditprofil eller dina personliga egenskaper.

Du kommer aldrig att diskrimineras eller drabbas av nagon som helst annan nackdel pa grund av att du ut6var dina rattigheter.
Sa lamnar du in en begdran

Du kan nédr som helst och utan kostnad ldmna in en uttrycklig begédran om att utdva dina rattigheter via kontaktuppgifterna i detta
dokument eller genom ditt juridiska ombud.

Hur och nér vi besvarar din begiran

Vi strévar efter att besvara din begéran skyndsamt.

Om det skulle vara omgjligt for oss att gora det, kommer vi att meddela dig de praktiska eller rattsliga skélen till att vi inte kan
uppfylla din begéran omedelbart, eller 6verhuvudtaget. Om vi inte behandlar dina personuppgifter kommer vi att ange vilken
fysisk eller juridisk person du ska vénda dig till med din begéran, om vi har mojlighet att gora det.

Om du ldmnar in en begéran om tillgang eller en begdran om bekraftelse av Personuppgiftsbehandling behgver du ange om du
vill ha dina personuppgifter i elektroniskt eller utskrivet format.

Du behéver ocksa ange om du vill att vi ska besvara din begdran omedelbart, vilket vi i sa fall gor pa ett férenklat sétt, eller om
du hellre vill ha en fullstdndig redogorelse.

I det senare fallet svarar vi inom 15 dagar efter din begédran och ger dig all information om varifran dina personuppgifter kommer,
huruvida vi har dina personuppgifter eller inte, eventuella kriterier som anvénts for behandlingen samt syftet med behandlingen,
samtidigt som vi skyddar véra afférs- och foretagshemligheter.

Om du ldmnar in en begdran om rattelse, radering, anonymisering eller blockering av personuppgifter vidarebefordrar vi
omedelbart din begéran till andra parter som vi har delat dina personuppgifter med, sa att &ven de kan uppfylla din begaran —
savida det inte visar sig vara omgjligt eller medféra en oproportionell anstrangning fran var sida.

Overforing av personuppgifter utanfor Brasilien som tillats enligt lag

Vi far overfora dina personuppgifter utanfor Brasiliens granser i foljande fall:

e ndr overforingen dr nodvandig for internationellt rattsligt samarbete mellan offentliga underréttelse-, utrednings- och

aklagarmyndigheter, i enlighet med de réttsliga medel som tillhandahalls av internationell ratt

nar overforingen ar nodvéndig for att skydda ditt liv eller din fysiska sdkerhet eller tredje parts liv eller fysiska sakerhet

nér overforingen godkénts av ANPD

ndr 6verforingen sker pa grund av ett dtagande i ett internationellt samarbetsavtal

ndr 6verforingen ar nodvandig for att verkstalla lagar och bestimmelser eller tillhandahalla lagstadgade allmédnnyttiga

tjdnster

 nir overforingen ar nodvandig for att fullgora en rattslig eller lagstadgad forpliktelse, fullgora ett avtal eller vidta atgarder
innan ett avtal ingas eller for réttsenligt utévande av rattigheter i réttsliga, administrativa eller skiljedomsforfaranden.

Further information for Users in the United States

This part of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the business running this Application and, if the case may be, its parent, subsidiaries and affiliates (for the purposes
of this section referred to collectively as “we”, “us”, “our”).

The information contained in this section applies to all Users (Users are referred to below, simply as “you”, “your”, “yours”),
who are residents in the following states: California, Virginia, Colorado, Connecticut, Utah, Texas, Oregon, Nevada,
Delaware, Iowa, New Hampshire, New Jersey, Nebraska, Tennessee, Minnesota, Maryland, Indiana, Kentucky, Rhode
Island and Montana.

For such Users, this information supersedes any other possibly divergent or conflicting provisions contained in the privacy policy.

This part of the document uses the term Personal Information.



Notice at collection

The following Notice at collection provides you with timely notice about the categories of Personal Information collected or
disclosed in the past 12 months so that you can exercise meaningful control over our use of that Information.

While such categorization of Personal Information is mainly based on California privacy laws, it can also be helpful for anyone
who is not a California resident to get a general idea of what types of Personal Information are collected.

Internet or other electronic network activity information

Sold or Shared

Personal Data processed: Anvandningsdata; Universellt unik identifierare (uuid); Unika enhetsidentifierare for annonsering

(t.ex. google advertiser id eller idfa); Sparare + 10

Personal Information collected or disclosed:

Anviandningsdata
Universellt unik identifierare (UUID)

unika enhetsidentifierare fér annonsering (t.ex. Google Advertiser ID eller IDFA)

Sparare

e-postadress

Uppgifter som kommuniceras nar du anvédnder tjdnsten
Mikrofonbehdrighet, utan inspelning
enhetsinformation

sidvisningar

IP-adress

webblésarinformation

klick

webbhistorik

svar pa fragor

Purposes:

Plattformstjanster och -hosting

Kontakt med Anvéndaren

Vardtjanster och backendinfrastruktur

Enhetsbehorigheter for tillgang till Personuppgifter
Betatestning

Testning av funktioner och innehéllsprestanda (A/B-testning)
Analys

Heatmapping og registrering af sessioner

Hantering av datainsamling och onlineundersékningar
Hantering av betalningar

Retention period: for the time necessary to fulfill the purpose

Sold or Shared: Yes

Targeted Advertising: No

Third-parties: Google Ireland Limited, Apple Inc., OpenAl, L.L.C., Amazon Web Services, Inc., PostHog, Inc., RevenueCat,

Inc.

Identifiers

Sold or Shared

Personal Data processed: E-postadress; Anvandningsdata; Universellt unik identifierare (uuid); Unika enhetsidentifierare for

annonsering (t.ex. google advertiser id eller idfa) + 7

Personal Information collected or disclosed:

e-postadress
Anviandningsdata
Universellt unik identifierare (UUID)

unika enhetsidentifierare fér annonsering (t.ex. Google Advertiser ID eller IDFA)

Sparare
olika typer av Uppgifter



¢ konton i sociala medier

o olika typer av Uppgifter enligt vad som framgar av tjanstens integritetspolicy
e [P-adress

 enhetsinformation

e svar pa fragor

Purposes:

¢ Registrering och autentisering

e Plattformstjanster och -hosting

¢ Ytterligare information om Personuppgifter

e Kontakt med Anvédndaren

e Overvakning av infrastruktur

e Virdtjanster och backendinfrastruktur

e Hantering av datainsamling och onlineundersékningar
Retention period: for the time necessary to fulfill the purpose
Sold or Shared: Yes
Targeted Advertising: No
Third-parties: Apple Inc., Google Ireland Limited, Datadog, Inc., Functional Software, Inc. , DigitalOcean Inc., PostHog, Inc.

Service providers or contractors: this Application
Inferences drawn from other personal information

Sold or Shared
Personal Data processed: Sparare; Ip-adress; Enhetsinformation; E-postadress + 2
Personal Information collected or disclosed:

o Sparare

e [P-adress

¢ enhetsinformation

e e-postadress

¢ Anviandningsdata

e svar pa fragor
Purposes:

e Hantering av datainsamling och onlineundersékningar
Retention period: for the time necessary to fulfill the purpose
Sold or Shared: Yes
Targeted Advertising: No
Third-parties: PostHog, Inc.

@ You can read the definitions of these concepts inside the “Definitions and legal references section” of the privacy policy.

To know more about your rights in particular to opt out of certain processing activities you can refer to the “Your privacy
rights under US state laws” section of our privacy policy.

For more details on the collection of Personal Information, please read the section “Detailed information on the processing of
Personal Data” of our privacy policy.

We won’t process your Information for unexpected purposes, or for purposes that are not reasonably necessary to and compatible
with the purposes originally disclosed, without your consent.

What are the sources of the Personal Information we collect?

We collect the above-mentioned categories of Personal Information, either directly or indirectly, from you when you use this
Application.



For example, you directly provide your Personal Information when you submit requests via any forms on this Application. You
also provide Personal Information indirectly when you navigate this Application, as Personal Information about you is
automatically observed and collected.

Finally, we may collect your Personal Information from third parties that work with us in connection with the Service or with the
functioning of this Application and features thereof.

Your privacy rights under US state laws

You may exercise certain rights regarding your Personal Information. In particular, to the extent permitted by applicable law, you
have:

o the right to access Personal Information: the right to know. You have the right to request that we confirm whether or
not we are processing your Personal Information. You also have the right to access such Personal Information;

o the right to correct inaccurate Personal Information. You have the right to request that we correct any inaccurate
Personal Information we maintain about you;

¢ the right to request the deletion of your Personal Information. You have the right to request that we delete any of your
Personal Information;

o the right to obtain a copy of your Personal Information. We will provide your Personal Information in a portable and
usable format that allows you to transfer data easily to another entity — provided that this is technically feasible;

¢ the right to opt out from the Sale of your Personal Information; We will not discriminate against you for exercising
your privacy rights.

e the right to non-discrimination.

Additional rights for Users residing in California

In addition to the rights listed above common to all Users in the United States, as a User residing in California, you have:

¢ The right to opt out of the Sharing of your Personal Information for cross-context behavioral advertising;

o The right to request to limit our use or disclosure of your Sensitive Personal Information to only that which is
necessary to perform the services or provide the goods, as is reasonably expected by an average consumer. Please note that
certain exceptions outlined in the law may apply, such as, when the collection and processing of Sensitive Personal
Information is necessary to verify or maintain the quality or safety of our service.

Additional rights for Users residing in Virginia, Colorade, Connecticut, Texas, Oregon, Nevada, Delaware, Iowa, New
Hampshire, New Jersey, Nebraska, Tennessee, Minnesota, Maryland, Indiana, Kentucky, Rhode Island and Montana

In addition to the rights listed above common to all Users in the United States, as a User residing in Virginia, Colorado,
Connecticut, Texas, Oregon, Nevada, Delaware, lowa, New Hampshire, New Jersey, Nebraska, Tennessee, Minnesota, Maryland,
Indiana, Kentucky, Rhode Island and Montana you have

o The right to opt out of the processing of your personal information for Targeted Advertising or profiling in furtherance
of decisions that produce legal or similarly significant effects concerning you;

o The right to freely give, deny or withdraw your consent for the processing of your Sensitive Personal Information.
Please note that certain exceptions outlined in the law may apply, such as, but not limited to, when the collection and
processing of Sensitive Personal Information is necessary for the provision of a product or service specifically requested by
the consumer. In Maryland, your Sensitive Personal Information will be collected or processed only if strictly necessary to
provide or maintain a specific product or service requested by you.

In Minnesota and Maryland Users also have the right to obtain a list of the specific third parties to which the controller has
disclosed the consumer's personal data

* Note that in some states like Minnesota you have the following specific rights connected to profiling:

¢ The right to question the results of the profiling;

¢ The right to be informed of the reason that the profiling resulted in the decision; if feasible

¢ The right to be informed of what actions the consumer might have taken to secure a different decision and the actions that
the consumer might take to secure a different decision in the future;

o The right to review personal data used in the profiling;

 If inaccurate, the right to have the data corrected and the profiling decision reevaluated based on the corrected data;

Additional rights for users residing in Utah and Iowa

In addition to the rights listed above common to all Users in the United States, as a User residing in Utah and Iowa, you have:

¢ The right to opt out of the processing of your Personal Information for Targeted Advertising;
e The right to opt out of the processing of your Sensitive Personal Information. Please note that certain exceptions
outlined in the law may apply, such as, but not limited to, when the collection and processing of Sensitive Personal



Information is necessary for the provision of a product or service specifically requested by the consumer.

How to exercise your privacy rights under US state laws

To exercise the rights described above, you need to submit your request to us by contacting us via the contact details provided in
this document.

For us to respond to your request, we must know who you are. We will not respond to any request if we are unable to verify your
identity and therefore confirm the Personal Information in our possession relates to you. You are not required to create an account
with us to submit your request. We will use any Personal Information collected from you in connection with the verification of
your request solely for verification and shall not further disclose the Personal Information, retain it longer than necessary for
purposes of verification, or use it for unrelated purposes.

If you are an adult, you can make a request on behalf of a child under your parental authority.
How to exercise your rights to opt out

In addition to what is stated above, to exercise your right to opt-out of Sale or Sharing and Targeted Advertising you can also use
the privacy choices link provided on this Application.

If you want to submit requests to opt out of Sale or Sharing and Targeted Advertising activities via a user-enabled global privacy

control, such as for example the Global Privacy Control (“GPC”), you are free to do so and we will abide by such request in a
frictionless manner.

How and when we are expected to handle your request

We will respond to your request without undue delay, but in all cases within the timeframe required by applicable law. Should we
need more time, we will explain to you the reasons why, and how much more time we need.

Should we deny your request, we will explain to you the reasons behind our denial (where envisaged by applicable law you may
then contact the relevant authority to submit a complaint).

We do not charge a fee to process or respond to your request unless such request is manifestly unfounded or excessive and in all
other cases where it is permitted by the applicable law. In such cases, we may charge a reasonable fee or refuse to act on the
request. In either case, we will communicate our choices and explain the reasons behind them.

Ytterligare information om insamling och behandling av Uppgifter

Rattsliga atgarder
Agaren kan anvinda Anvindarens Personuppgifter for rittsliga dndamal, i domstol eller i de skeden som foregar eventuella

rattsliga atgarder till f6ljd av felaktig anvandning av denna Applikation eller relaterade Tjénster.
Anvindaren &r inférstddd med att Agaren kan vara skyldig att limna ut personuppgifter pa begiran av offentliga myndigheter.

Ytterligare information om Anviandarens Personuppgifter

Utover informationen i denna integritetspolicy kan denna Applikation pa begédran ge Anvandaren ytterligare och kontextuell
information om sérskilda Tjanster eller insamling och behandling av Personuppgifter.

Systemloggar och underhall

For drift- och underhéllséndamal kan denna Applikation och eventuella tredjepartstjanster samla in filer som registrerar
interaktion med denna Applikation (Systemloggar) eller anvdnda andra Personuppgifter (t.ex. IP-adresser) for detta &ndamal.

Information som inte finns i denna policy

Mer information om insamling eller behandling av Personuppgifter kan nir som helst fs frin Agaren. Kontaktuppgifter finns i
borjan av detta dokument.

Andringar i denna integritetspolicy

Agaren har ritt att nir som helst géra dndringar i denna integritetspolicy genom att meddela Anvindarna pa denna sida och
eventuellt via denna Applikation och/eller — i den man det &r tekniskt och juridiskt mgjligt — genom att skicka ett meddelande till
Anvindarna via de kontaktuppgifter som Agaren har tillgéng till. Anvéindare rekommenderas starkt att kontrollera den hér sidan
ofta och notera datum for senaste dndring, som anges langst ner.


https://globalprivacycontrol.org/

Om dndringarna paverkar en behandling som utférs med Anvindarens samtycke som grund, ska Agaren inhdmta nytt samtycke
fran Anvéandaren nér sa kravs.

Definitioner och rattsinformation

Personuppgifter (eller Uppgifter, Data) Personuppgifter (eller uppgifter)

All information som direkt, indirekt eller i kombination med annan information — exempelvis ett personnummer — gor det majligt
att identifiera en fysisk person.

Kansliga Personuppgifter

Kansliga Personuppgifter avser alla Personuppgifter som inte ar offentligt tillgdngliga och som innehéller information som
betraktas som kénslig enligt tillimplig integritetslagstiftning.

Anvandningsdata

Information som samlas in automatiskt via denna Applikation (eller tredjepartstjdanster som anvédnds av denna Applikation), vilket
kan inkludera: IP-adresser eller domannamn for de datorer som Anvédndaren anvander, URI-adresser (Uniform Resource
Identifier), tidpunkt for forfragan, metod som anvénts for att skicka forfragan till servern, storlek pa den fil som mottogs som
svar, serversvarets statuskod (begédran behandlad, fel m.m.), ursprungsland, funktioner i Anvandarens webblédsare och
operativsystem, tidsuppgifter for varje besok (t.ex. tid som tillbringats pa varje sida i Applikationen) samt uppgifter om vilken
vag Anviandaren foljt i Applikationen, i synnerhet i vilken ordningsféljd sidor har besokts, samt andra parametrar som ror
enhetens operativsystem och/eller Anvandarens IT-miljo.

Anvandare

Personen som anvander denna Applikation. Denne maste, om inget annat anges, vara den Registrerade.

Den Registrerade

Den fysiska person som Personuppgifterna avser.

Personuppgiftsbitrade

En fysisk eller juridisk person, offentlig myndighet, institution eller annat organ som behandlar Personuppgifter fér den
Personuppgiftsansvariges rakning, enligt beskrivningen i denna integritetspolicy.

Den Personuppgiftsansvarige (eller Agaren)

En fysisk eller juridisk person, offentlig myndighet, institution eller annat organ som ensamt eller tillsammans med andra beslutar
om dndamalen och medlen for behandling av Personuppgifter, inklusive sikerhetsatgdrder for drift och anvdandning av denna
Applikation. Den Personuppgiftsansvarige &r, om inget annat anges, Agaren till denna Applikation.

Denna Applikation

Det medel genom vilket Anvandarens Personuppgifter samlas in och behandlas.

Tjansten

Tjéansten som denna Applikation tillhandahaller enligt beskrivningen i de relevanta villkoren (om sadana finns) och pa
webbplatsen/i applikationen.

Forsaljning

Férsiljning avser Agarens utlimnande av Personuppgifter till tredje part, mot ekonomisk eller annan ersattning/b>, enligt
definitionen i tillamplig delstatlig integritetslagstiftning. Observera att utlimnande av Personuppgifter till en
tjansteleverantor enligt ett skriftligt avtal som uppfyller kraven i tillamplig lag inte utgor en forsaljning av

Personuppgifter.

Delning



Delning avser foretagets delning, uthyrning, utlamnande, réjande, spridning, tillgangliggorande och éverforing samt all
annan kommunikation, muntlig eller skriftlig, i elektronisk eller annan form, av en konsuments personuppgifter till en
tredje part for anviandning vid beteendebaserad annonsering i olika sammanhang, oavsett om detta sker mot ekonomisk
eller annan ersattning. I detta omfattas dven transaktioner mellan ett foretag och en tredje part for beteendebaserad
annonsering i olika sammanhang for ett foretags rakning, men utan att pengar utbyts, enligt definitionen i Kaliforniens
integritetslagstiftning. Observera att utlamnande av Personuppgifter till en tjansteleverantor enligt ett skriftligt avtal som
uppfyller kraven i Kaliforniens integritetslagstiftning inte utgor delning av personuppgifter.

Riktad annonsering

Riktad annonsering avser visning av annonser for en konsument déar annonserna viljs ut baserat pa de Personuppgifter
som samlats in i samband med konsumentens aktiviteter vid olika tillfdllen och pa icke anknutna webbplatser eller i icke
anknutna webbapplikationer, i syfte att forutsaga konsumentens preferenser eller intressen, enligt tillamplig delstatlig
konsumentlagstiftning.

Europeiska unionen (eller EU)

Om inget annat anges syftar alla hanvisningar till Europeiska unionen i detta dokument pa samtliga nuvarande
medlemsstater i Europeiska unionen och i Europeiska ekonomiska samarbetsomradet.

Cookie
Cookies dr Sparare som bestar av sma datamangder som lagras i Anvindarens webblasare.
Sparare

Sparare avser alla tekniker — t.ex. Cookies, unika identifierare, webbfyrar, inbaddade skript, taggar och
signaturinsamling — som gor det mojligt att spara en Anvéndare, till exempel genom att fa tillgang till eller lagra
information pa Anviandarens enhet.

Juridisk information

Denna integritetspolicy har utarbetats pa grundval av bestimmelser i flera olika lagstiftningar.
Om inget annat anges i detta dokument galler integritetspolicyn endast denna Applikation.
Hur kan vi hjalpa dig?

Vad du kan gora

Dina uppgifter

Be att fa information om och tillgang till uppgifterna vi har om dig
Be oss att ratta uppgifter vi har om dig
Be oss att glomma dig (radera uppgifterna vi har om dig)

Om det uppstar problem
Vi stravar efter att skapa en positiv anvandarupplevelse men forstar ocksa att det ibland kan uppsta problem mellan oss
och vara anvindare.

I sa fall far du girna kontakta oss.

Kontakta oss

Footer

Feelway

zollsoft GmbH
Ernst-Haeckel-Platz 5/6
07745 Jena
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Agarens e-post: paul@zollsoft.de
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