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Typer af Data, der indsamles

Blandt de typer af Personoplysninger, som denne Applikation indsamler, selv eller via tredjeparter, er fglgende:

fornavn

efternavn

e-mailadresse

Brugsoplysninger

betalingsinfo

kabshistorik

Trackere

Data, der meddeles under brug af tjenesten
[P-adresse

geografisk placering

ngjagtig lokation

omtrentlig lokation

Ngjagtig lokations-tilladelse (kontinuerlig)
Ngjagtig lokations-tilladelse (ikke kontinuerlig)
Omtrentlig lokations-tilladelse (kontinuerlig)
Omtrentlig lokations-tilladelse (ikke kontinuerlig)
Tilladelse til Mediebibliotek (Musik)

Tilladelse til Fotobibliotek

adgangskode



ken
fadselsdato
brugernavn
Bruger-id

Fuldstendige oplysninger om typerne af indsamlede Personoplysninger findes i de forskellige afsnit i denne privatlivspolitik eller
i specifikke forklarende tekster, der vises fgr indsamlingen af Data.

Personoplysninger kan frit stilles til radighed af Brugeren eller, i tilfeelde af Brugsoplysninger, indsamles automatisk ved brug af
denne Applikation.

Medmindre andet er anfert, er alle Data, som denne Applikation anmoder om, obligatoriske, og hvis disse Data ikke stilles til
radighed, kan det veere umuligt for denne Applikation at levere tjenesterne. I tilfeelde, hvor denne Applikation specifikt angiver, at
visse Data ikke er obligatoriske, kan Brugerne frit valge ikke at dele disse Data, uden at det har nogen konsekvenser for
Tjenestens tilgengelighed eller funktion. Brugere, der er usikre p4, hvilke Personoplysninger der er obligatoriske, er velkomne til
at kontakte Ejeren.

Enhver brug af Cookies — eller andre sporingsveerktgjer — foretaget af denne Applikation eller af ejerne af tredjepartstjenester, der
anvendes af denne Applikation, tjener det formal at levere den Tjeneste, som Brugeren har anmodet om, ud over eventuelle andre
formal, der er beskrevet i dette dokument og i Cookiepolitikken, hvis en sddan findes og i cookiepolitikken.

Brugere er ansvarlige for alle Personoplysninger fra tredjepart, der er indhentet, offentliggjort eller delt via denne Applikation.
Metode og sted for behandling af Personoplysninger

Behandlingsmetoder

Den Dataansvarlige treffer passende sikkerhedsforanstaltninger for at forhindre uautoriseret adgang til, videregivelse, @ndring
eller uautoriseret destruktion af Dataene.

Databehandlingen udfgres ved hjeelp af computere og/eller it-baserede varktgjer i overensstemmelse med organisatoriske
procedurer og metoder og til de angivne formal. Ud over Ejeren kan Dataene i nogle tilfeelde veere tilgengelige for visse
personer, der er involveret i driften af denne Applikation (administration, salg, markedsfering, jura, systemadministration) eller
eksterne parter (sasom tredjeparts tekniske tjenesteudbydere, postbude, hostingudbydere, it-virksomheder,
kommunikationsbureauer), som Ejeren kan have udpeget som Databehandlere. En opdateret oversigt over disse parter kan til
enhver tid fas hos Ejeren.

Sted

Dataene behandles pa Ejerens lokationer og gvrige steder, hvor de parter, der er involveret i behandlingen, befinder sig.

Afhengigt af Brugerens lokation kan dataoverforsler medfare, at Brugerens Data overfgres til et andet land. For yderligere
oplysninger om behandlingen af sddanne overfgrte Data henvises til afsnittet med oplysninger om behandling af
Personoplysninger.

Opbevaringstid

Medmindre andet er angivet i dette dokument, skal Personoplysninger behandles og opbevares, sa leenge det kreeves af det formal
, de er blevet indsamlet til, og kan opbevares i leengere tid pa grund af geeldende juridisk forpligtelse eller baseret pd Brugernes
samtykke.

Formalet med behandlingen

Data om Brugeren indsamles for at ggre det muligt for Ejeren at levere Tjenesten, overholde juridiske forpligtelser, reagere pa
anmodninger om handhavelse, beskytte sine rettigheder og interesser (eller sine Brugeres eller tredjeparters rettigheder og
interesser), holde gje med en eventuel ondsindet eller svigagtig aktivitet, samt fglgende:

Administration af brugerdatabase

Handtering af betalinger

Indsamling af Brugernes preeferencer

Kontakt til Brugeren

Handtering af aktiviteter i forbindelse med produktivitet
Hosting og backend-infrastruktur

Optimering og distribution af trafik

Visning af indhold fra eksterne platforme

Lokationsbaseret interaktion

Tilladelser til adgang til Personoplysninger pa Brugerens enhed
Registrering og autentificering leveret direkte af denne Applikation

Detaljerede oplysninger om behandling af Personoplysninger



Administration af brugerdatabase

Denne type tjeneste giver Ejeren mulighed for at opbygge brugerprofiler med udgangspunkt i en e-mailadresse, et navn eller
andre oplysninger, som Brugeren afgiver til denne Applikation, samt at spore Brugerens aktiviteter via analysefunktioner. Disse
Personoplysninger kan ogsa blive matchet med offentligt tilgeengelige oplysninger om Brugeren (f.eks. profiler pa sociale
netverk) og bruges til at oprette private profiler, som Ejeren kan vise og bruge til at forbedre denne Applikation. Nogle af disse
tjenester gor det ogsd muligt at sende tidsbestemte meddelelser til Brugeren, f.eks. e-mails baseret pa specifikke handlinger, der
udferes i tilknytning til denne Applikation.

>

Cancellazione Account

Hosting og backend-infrastruktur

Denne type tjeneste har til formal at hoste data og filer, der gor det muligt at kare og distribuere denne Applikation eller at levere
en feerdig infrastruktur til at kgre specifikke funktioner eller dele af denne Applikation.

Nogle af de tjenester, der er anfgrt nedenfor, kan fungere via geografisk distribuerede servere, hvilket gagr det vanskeligt at fastsla,
hvor Personoplysningerne opbevares.

0

MongoDB Cloud

>

Virksomhed: MongoDB, Inc.
Sted hvor behandlingen finder sted: USA

Personoplysninger, der behandles: Brugsoplysninger

>

T

7
Google Cloud

Virksomhed: Google LL.C
Sted hvor behandlingen finder sted: USA

Personoplysninger, der behandles: forskellige typer af Data som angivet i tjenestens privatlivspolitik

Handtering af aktiviteter i forbindelse med produktivitet
Denne type tjeneste hjelper Ejeren med at administrere opgaver, samarbejde og aktiviteter generelt. Brugernes Data behandles og
kan blive opbevaret, afthengigt af formalet med den pagzldende aktivitet. Disse tjenester kan integreres med en lang reekke

tjenester fra tredjeparter, som er beskrevet i denne privatlivspolitik. Det ggr det muligt for Ejeren at importere eller eksportere
Data, der er ngdvendige for den pageldende aktivitet.

>
=~
7
Gmail

Virksomhed: Google LLC



Sted hvor behandlingen finder sted: USA

Personoplysninger, der behandles: Brugsoplysninger +4

Handtering af betalinger

Medmindre andet er anfert, handterer denne Applikation betalinger med kreditkort, bankoverfersel eller andre midler via eksterne
betalingstjenesteudbydere. Generelt, og medmindre andet er angivet, anmodes Brugerne om at oplyse deres betalingsoplysninger
og personoplysninger direkte til sédanne betalingstjenesteudbydere. Denne Applikation er ikke involveret i indsamlingen og

behandlingen af sddanne oplysninger. I stedet modtager denne Applikation blot en meddelelse fra den relevante
betalingstjenesteudbyder om, hvorvidt betalingen er blevet gennemfgrt.

Stripe

>

Virksomhed: Stripe Inc
Sted hvor behandlingen finder sted: USA

Personoplysninger, der behandles: betalingsinfo +6
Indsamling af Brugernes preferencer

Denne type tjeneste ggr det muligt for denne Applikation at indsamle og gemme Brugernes preferencer vedrgrende indsamling,
brug og behandling af personoplysninger i henhold til lovgivningen om beskyttelse af personoplysninger.

iubenda Consent Database

>

Virksomhed: iubenda srl
Sted hvor behandlingen finder sted: Italien

Personoplysninger, der behandles: Data, der meddeles under brug af tjenesten +2

Kontakt til Brugeren

>

Kontaktformular

Virksomhed: denne Applikation

Personoplysninger, der behandles: Brugsoplysninger +2

Lokationsbaseret interaktion

>

Geoplacering



Virksomhed: denne Applikation

Personoplysninger, der behandles: geografisk placering +2
Optimering og distribution af trafik

Denne type tjeneste giver denne Applikation mulighed for at distribuere indhold ved hjelp af servere i forskellige lande samt
mulighed for at optimere effektiviteten. Hvilke Personoplysninger, der behandles, afthenger af deres karakteristika og den made,
hvorpa disse tjenester er implementeret. Formalet er at filtrere kommunikationen mellem denne Applikation og Brugerens
browser. I betragtning af den store udbredelse af dette system er det vanskeligt at fastleegge de lokationer, hvortil der overfgres
indhold med Brugerens Personoplysninger.

>

Cloudflare

Virksomhed: Cloudflare, Inc.
Sted hvor behandlingen finder sted: USA

Personoplysninger, der behandles: forskellige typer af Data som angivet i tjenestens privatlivspolitik

Registrering og autentificering leveret direkte af denne Applikation
Ved at foretage registrering eller autentificering giver Brugerne denne Applikation tilladelse til at identificere dem og give dem

adgang til dedikerede tjenester. Personoplysningerne indsamles og opbevares kun med henblik pa registrering eller identifikation.
Der indsamles kun de Data, der er ngdvendige for at levere den tjeneste, som Brugerne har anmodet om.

>

Direkte registrering

Virksomhed: denne Applikation

Personoplysninger, der behandles: adgangskode +7

Tilladelser til adgang til Personoplysninger pa Brugerens enhed

Denne Applikation anmoder om tilladelser fra Brugere, som giver adgang til Personoplysninger pa Brugerens enhed som
beskrevet nedenfor.

>

Tilladelser til adgang til Personoplysninger pa Brugerens enhed

Virksomhed: denne Applikation

Personoplysninger, der behandles: Ngjagtig lokations-tilladelse (ikke kontinuerlig) +5

Visning af indhold fra eksterne platforme

Denne type tjeneste giver dig mulighed for at se indhold, der er hostet pa eksterne platforme, direkte fra denne Applikation og
interagere med dem. Sadanne tjenester kaldes ofte widgets, som er sma elementer, der placeres pa en hjemmeside eller i en app.
De leverer specifik information eller udfgrer en bestemt funktion og giver ofte mulighed for brugerinteraktion. Denne type
tjeneste kan indsamle data om webtrafik for de sider, hvor tjenesten er installeret, selv nar Brugerne ikke bruger den.



Mapbox widget

Virksomhed: Mapbox Inc.
Sted hvor behandlingen finder sted: USA

Personoplysninger, der behandles: Brugsoplysninger +1

Oplysninger om fravalg af interessebaseret annoncering

Ud over en eventuel opt-out-funktion, der leveres af en af de tjenester, der er anfgrt i denne politik, kan Brugerne fa mere at vide
om, hvordan de kan fraveelge interessebaseret annoncering i Cookiepolitikken.

Cookiepolitik

Denne Applikation bruger Trackere. Brugerne kan fa flere oplysninger i Cookiepolitikken.

Yderligere oplysninger til brugerne i Den Europeiske Union

Retsgrundlag for behandlingen

Ejeren kan behandle Personoplysninger om Brugere, hvis en af falgende betingelser er opfyldt:

¢ Brugerne har givet deres samtykke til ét eller flere specifikke formal. Bemeerk.

e levering af Data er ngdvendig for at kunne opfylde en aftale med Brugeren og/eller for at opfylde forpligtelser, der er
indgdet forud for kontrakten

¢ behandlingen er ngdvendig for at opfylde en retlig forpligtelse, som Ejeren er underlagt

¢ behandlingen udfgres i samfundets interesse eller som led i udgvelsen af offentlig myndighed, der er tillagt Ejeren

e behandlingen er ngdvendig for at varetage Ejerens eller en tredjeparts legitime interesser.

Under alle omstendigheder vil Ejeren gerne hjelpe med at afklare det specifikke retsgrundlag, der gelder for behandlingen,
herunder om delingen af Personoplysninger er et lovbestemt eller kontraktmessigt krav eller et krav, der er ngdvendigt for at
indga en kontrakt.

Yderligere oplysninger om opbevaringstid

Medmindre andet er angivet i dette dokument, skal Personoplysninger behandles og opbevares, sa lenge det kreeves af det formal
, de er blevet indsamlet til, og kan opbevares i lengere tid pa grund af geeldende juridisk forpligtelse eller baseret pa Brugernes
samtykke.

Derfor:
¢ opbevares Personoplysninger, der indsamles med henblik pa opfyldelse af en kontrakt mellem Ejeren og Brugeren, indtil
kontrakten er opfyldt.
» Personoplysninger, der indsamles med henblik pa Ejerens legitime interesser, skal opbevares sa leenge det er ngdvendigt for

at opfylde disse formal. Brugere kan finde specifikke oplysninger om Ejerens legitime interesser i de relevante afsnit i dette
dokument eller ved at kontakte Ejeren.

Ejeren kan fa lov til at opbevare Personoplysninger i en leengere periode, nar Brugeren har givet samtykke til en sddan
behandling, og sa leenge samtykket ikke er trukket tilbage. Desuden kan Ejeren vere forpligtet til at opbevare Personoplysninger i
en lengere periode, nar dette kraeves for at opfylde en juridisk forpligtelse eller efter ordre fra en myndighed.

Nar opbevaringsperioden udlgber, skal Personoplysningerne slettes. Det betyder, at retten til adgang, retten til sletning, retten til
berigtigelse og retten til dataportabilitet ikke kan gares geeldende efter udlgbet af opbevaringsperioden.

Brugernes rettigheder er baseret pa databeskyttelsesforordningen (GDPR)

Brugere kan udgve visse rettigheder vedrgrende Data, der behandles af Ejeren.

Brugere har mulighed for at ggre fglgende, i det omfang det er tilladt i henhold til lovgivningen:


https://cdn.iubenda.com/privacy-policy/28350145/cookie-policy

¢ Tilbagekaldelse af samtykke til enhver tid. Brugere har ret enhver tid ret til at treekke deres samtykke til behandling af
Personoplysninger.

¢ Ggre indsigelse mod behandlingen af Data. Brugere har ret til at ggre indsigelse mod behandlingen af Data, hvis
retsgrundlaget er et andet end samtykke.

» Opna adgang til Data. Brugere har ret til at fa at vide, om Ejeren behandler Data om Brugeren, til at fa oplysninger om
behandlingen og til at fa udleveret en kopi af de Data, der behandles.

o Foretage kontrol og berigtigelse. Brugere har ret til at kontrollere ngjagtigheden af deres Data og til at anmode om at fa
dem opdateret eller rettet.

¢ Begrense behandlingen af Data. Brugere har ret til at begreense behandlingen af deres Data. I det tilfeelde vil Ejeren ikke
behandle Data til andre formal end opbevaring.

o Fa Personoplysninger slettet eller fjernet pa anden made. Brugere har ret til at fa slettet deres Data hos Ejeren

¢ Modtage Data og fa dem overfart til en anden dataansvarlig. Brugere har ret til at modtage Data i et struktureret,
almindeligt anvendt og maskinlasbart format og, hvis det er teknisk muligt, til at fa dem overfert til en anden
dataansvarlig.

¢ Indgiv en klage. Brugere har ret til at indgive en klage til den kompetente databeskyttelsesmyndighed.

Brugerne har ogsa ret til at fa oplysninger om retsgrundlaget for overfersel af Data til et land uden for EU eller til en international
organisation, der er underlagt international offentlig ret eller oprettet af to eller flere lande, sdsom FN, og om de
sikkerhedsforanstaltninger, som Ejeren har truffet for at beskytte deres Data.

Oplysninger om retten til at ggre indsigelse mod behandling

Nar Personoplysninger behandles i samfundets interesse eller henhgrer under offentlig myndighedsudgvelse, der er tillagt
Ejeren, eller pa baggrund af Ejerens legitime interesse, kan Brugere gare indsigelse mod behandlingen.

Hyvis Brugernes Personoplysninger behandles med henblik pa direkte markedsfering, kan de til enhver tid gere indsigelse
mod denne behandling, uden beregning og uden krav om begrundelse. Hvis Brugeren gor indsigelse mod behandling til
direkte markedsferingsformal, vil Personoplysningerne ikke leengere blive behandlet til sadanne formal. For at finde ud
af, om Ejeren behandler Personoplysninger med henblik pa direkte markedsfaring, henvises Brugerne til de relevante
afsnit i dette dokument.

Sadan handheves disse rettigheder

Alle anmodninger om at udgve brugerrettigheder kan rettes til ejeren via kontaktoplysningerne i dette dokument. Sddanne
anmodninger koster ikke noget og vil blive besvaret af Ejeren hurtigst muligt og altid inden for en maned, saledes at Brugerne far
de oplysninger, der er pakravet i henhold til loven. Enhver berigtigelse eller sletning af Personoplysninger eller begrensning af
behandlingen vil blive meddelt af Ejeren til hver enkelt modtager, som Personoplysningerne eventuelt er blevet videregivet til,
medmindre dette viser sig umuligt eller vil kreeve en uforholdsmeessig stor indsats. Pa Brugerens anmodning vil Ejeren informere
Brugeren om de modtagere, som Personoplysningerne er blevet videregivet til.

Yderligere oplysninger til brugere i Schweiz

Dette afsnit geelder for Brugere i Schweiz og erstatter for sddanne brugere alle andre eventuelt afvigende eller modstridende
oplysninger i privatlivspolitikken.

Yderligere oplysninger om de kategorier af data, der behandles, formalet med behandlingen, kategorierne af modtagere af
personoplysningerne, hvis der er nogen, opbevaringsperioden og yderligere oplysninger om personoplysninger findes i afsnittet
"Detaljerede oplysninger om behandlingen af Personoplysninger" i dette dokument.

Brugernes rettigheder i henhold til den schweiziske forbundslov om databeskyttelse

Brugere kan udgve visse rettigheder vedrgrende deres Data inden for lovens grenser, herunder fglgende:

o ret til at fa adgang til Personoplysninger;

e ret til at ggre indsigelse mod behandlingen af deres Personoplysninger (hvilket ogsd giver brugerne mulighed for at kreeve,
at behandlingen af personoplysninger begrenses, at personoplysninger slettes eller destrueres, og at specifik videregivelse
af personoplysninger til tredjeparter forbydes);

o ret til at modtage deres Personoplysninger og fa dem overfort til en anden dataansvarlig (dataportabilitet);

e ret til at anmode om at fa urigtige Personoplysninger rettet.

Hvordan du udgver disse rettigheder

Alle anmodninger om at udgve brugerrettigheder kan rettes til ejeren via kontaktoplysningerne i dette dokument. Sddanne
anmodninger er gratis og vil blive besvaret af ejeren sa hurtigt som muligt, idet brugeren far de oplysninger, der kraves i henhold
til loven.



Yderligere oplysninger til Brugere i Brasilien

Denne del af dokumentet integrerer med og supplerer oplysningerne i resten af privatlivspolitikken og leveres af den enhed, der
driver denne Applikation og, hvis det er tilfeeldet, dens moderselskab, datterselskaber og tilknyttede selskaber (i dette afsnit under
et benavnt "vi", "os", "vores").

Bestemmelserne i dette afsnit geelder for alle Brugere, der er bosiddende i Brasilien, i henhold til "Lei Geral de Protecdo de
Dados" (Brugere omtales i det fglgende blot som "du", "din", "dine", "dig"). For sddanne Brugere har disse bestemmelser forrang
for alle gvrige eventuelt afvigende eller modstridende bestemmelser i privatlivspolitikken.

I denne del af dokumentet anvendes udtrykket "personoplysninger” som defineret i Lei Geral de Protecdo de Dados (LGPD).

Begrundelser for, at vi behandler dine personoplysninger

Vi kan kun behandle dine personoplysninger, hvis vi har et retsgrundlag for en sddan behandling. Retsgrundlaget er som fglger:

e dit samtykke til de relevante behandlingsaktiviteter

« opfyldelse af en retlig eller lovgivningsmessig forpligtelse, der pahviler os

» gennemfgrelse af offentlige politikker, der er fastsat i love eller bestemmelser eller baseret pa kontrakter, aftaler og
lignende retlige instrumenter

undersggelser foretaget af forskningsenheder, fortrinsvis baseret pa anonymiserede personoplysninger

udfgrelsen af en kontrakt og dens indledende procedurer, i tilfeelde hvor du er part i den pageldende kontrakt
udgvelse af vores rettigheder i retslige eller administrative procedurer eller voldgiftsprocedurer

beskyttelse eller fysisk sikkerhed for dig selv eller en tredjepart

beskyttelse af sundhed — i procedurer, der udferes af sundhedsmyndigheder eller fagfolk

vores legitime interesser, forudsat at dine grundleggende rettigheder og frihedsrettigheder ikke gar forud for sddanne
interesser og

o kreditrisikoafdekning.

Hvis du vil vide mere om retsgrundlaget, kan du til enhver tid kontakte os ved brug af de kontaktoplysninger, der er anfgrt i dette
dokument.

Kategorier af personoplysninger, der behandles

For at finde ud af, hvilke kategorier af dine personoplysninger, der behandles, kan du lese afsnittet "Detaljerede oplysninger om
behandling af Personoplysninger" i dette dokument.

Hvorfor vi behandler dine personoplysninger

For at finde ud af, hvorfor vi behandler dine personoplysninger, kan du lese afsnittene "Detaljerede oplysninger om behandling
af Personoplysninger" og "Formalet med behandlingen" i dette dokument.

Dine rettigheder til beskyttelse af personoplysninger i henhold til brasiliansk lovgivning, hvordan du
indgiver en anmodning og vores svar pa dine anmodninger

Dine rettigheder til beskyttelse af personoplysninger i henhold til brasiliansk lovgivning

Du har ret til:

at fa bekreftet, at dine personoplysninger er omfattet af behandlingsaktiviteter

at f4 adgang til dine personoplysninger

at fa ufuldsteendige, ukorrekte eller foreeldede personoplysninger berigtiget

at f& anonymiseret, blokeret eller fjernet dine ungdvendige eller omfattende personoplysninger eller oplysninger, der ikke

behandles i overensstemmelse med LGPD

at fa oplysninger om muligheden for at give eller negte at give dit samtykke og konsekvenserne heraf

« at fa oplysninger om de tredjeparter, som vi deler dine personoplysninger med

¢ pa din udtrykkelige anmodning at fa mulighed for at overfare dine personoplysninger (bortset fra anonymiserede
oplysninger) til en anden tjeneste- eller produktleverander, forudsat at vores forretningshemmeligheder og industrielle
hemmeligheder beskyttes

o at fa slettet personoplysninger, der behandles, hvis behandlingen var baseret pa dit samtykke, medmindre en eller flere af
de undtagelser, der er fastsat i artikel 16 i LGPD, finder anvendelse

« til enhver tid at tilbagekalde dit samtykke

¢ at indgive en klage vedrgrende dine personoplysninger til ANPD (den nationale databeskyttelsesmyndighed i Brasilien)
eller til forbrugerbeskyttelsesorganer

¢ at modsette dig en behandlingsaktivitet i tilfelde, hvor behandlingen ikke udferes i overensstemmelse med lovens
bestemmelser

¢ at anmode om tydelige og fyldestggrende oplysninger om de kriterier og procedurer, der anvendes til en automatisk

afggrelse



¢ at anmode om revision af afggrelser, der udelukkende er truffet pa grundlag af den automatiske behandling af dine
personoplysninger, og som pavirker dine interesser. Det drejer sig bl.a. om afggrelser, der definerer din personprofil, din
professionelle profil, din forbrugerprofil og din kreditprofil eller forhold vedrgrende din personlighed.

Du vil aldrig blive diskrimineret eller pa anden made blive udsat for nogen form for gene, hvis du udgver dine rettigheder.
Sadan indgiver du din anmodning

Du kan til enhver tid indgive en udtrykkelig anmodning om at udgve dine rettigheder, uden beregning, ved brug af
kontaktoplysningerne i dette dokument, eller via din juridiske reprasentant.

Hvordan og hvornar vi besvarer din anmodning

Vi vil bestrebe os pa at besvare dine anmodninger hurtigt.

Hvis vi er forhindret i at ggre det, vil vi under alle omstendigheder sgrge for at meddele dig de retlige eller praktiske arsager, der
forhindrer os i straks eller overhovedet at imgdekomme dine anmodninger. I de tilfeelde, hvor vi ikke behandler dine
personoplysninger, angiver vi oplysninger om den fysiske eller juridiske person, som du skal henvende dig til, hvis det er muligt
for os.

Hvis du indgiver en anmodning om adgang eller en anmodning om bekreftelse af behandling af personoplysninger, skal du
sogrge for at anfere, om du gnsker, at dine personoplysninger skal udleveres i elektronisk eller trykt form.

Du skal ogsa oplyse, om du gnsker, at vi besvarer din anmodning straks, i hvilket tilfeelde vi vil besvare den pa en forenklet
made, eller om du i stedet har brug for en komplet besvarelse.

I sidstneevnte tilfeelde svarer vi inden for 15 dage fra tidspunktet for din anmodning og giver dig alle oplysninger om oprindelsen
af dine personoplysninger, en bekreftelse af, om der findes optegnelser eller ej, eventuelle kriterier, der er anvendst til
behandlingen, og formalet med behandlingen, samtidig med at vi beskytter vores forretnings- og industrihemmeligheder.

Hvis du indgiver en anmodning om berigtigelse, sletning, anonymisering eller blokering af personoplysninger, vil vi sgrge
for straks at viderebringe din anmodning til andre parter, som vi har delt dine personoplysninger med, for at ggre det muligt for
disse tredjeparter ogsd at efterkomme din anmodning — undtagen i tilfeelde, hvor en sddan kommunikation viser sig at vere
umulig eller indebeerer en uforholdsmeessig stor indsats fra vores side.

Overfgrsel af personoplysninger til lande uden for Brasilien, der er tilladt i henhold til lovgivningen

Vi har tilladelse til at overfgre dine personoplysninger til et sted uden for det brasilianske omrade i fglgende tilfeelde:

 ndr overfgrslen er ngdvendig for et internationalt retligt samarbejde mellem offentlige efterretnings-, efterforsknings- og
retsforfglgningsorganer i henhold til de retsmidler, der er fastlagt i international lovgivning

ndr overfarslen er ngdvendig for at beskytte dit liv eller din fysiske sikkerhed eller en tredjeparts liv eller fysiske sikkerhed
nar overfgrslen er godkendt af ANPD

nar overfgrslen er resultatet af en forpligtelse, der er indgaet i en international samarbejdsaftale

nér overfarslen er ngdvendig for at gennemfgre en offentlig politik eller for at sikre en offentlig tjenesteydelse

nér overfgrslen er ngdvendig for at overholde en retlig eller lovgivningsmeessig forpligtelse, for at gennemfgre en kontrakt
eller indledende procedurer i forbindelse med en kontrakt eller for at udgve rettigheder i forbindelse med retslige eller
administrative procedurer eller voldgiftsprocedurer.

Further information for Users in the United States

This part of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the business running this Application and, if the case may be, its parent, subsidiaries and affiliates (for the purposes
of this section referred to collectively as “we”, “us”, “our”).

The information contained in this section applies to all Users (Users are referred to below, simply as “you”, “your”, “yours”),
who are residents in the following states: California, Virginia, Colorado, Connecticut, Utah, Texas, Oregon, Nevada,
Delaware, Iowa, New Hampshire, New Jersey, Nebraska, Tennessee, Minnesota and Montana.

For such Users, this information supersedes any other possibly divergent or conflicting provisions contained in the privacy policy.

This part of the document uses the term Personal Information (and Sensitive Personal Information).
Notice at collection

The following Notice at collection provides you with timely notice about the categories of Personal Information collected or
disclosed in the past 12 months so that you can exercise meaningful control over our use of that Information.

While such categorization of Personal Information is mainly based on California privacy laws, it can also be helpful for anyone
who is not a California resident to get a general idea of what types of Personal Information are collected.

Identifiers



Personal Data processed: Fornavn; Efternavn; E-mailadresse; Brugsoplysninger + 6
Personal Information collected or disclosed:

fornavn

efternavn

e-mailadresse

Brugsoplysninger

forskellige typer af Data som angivet i tjenestens privatlivspolitik
kabshistorik

Data, der meddeles under brug af tjenesten

ken

fadselsdato

Bruger-id

Sensitive Personal Information collected or disclosed betalingsinfo, adgangskode, brugernavn
Purposes:

¢ Handtering af betalinger

o Kontakt til Brugeren

o Handtering af aktiviteter i forbindelse med produktivitet

¢ Optimering og distribution af trafik

¢ Hosting og backend-infrastruktur

¢ Registrering og autentificering leveret direkte af this Application
Retention period: for the time necessary to fulfill the purpose
Sold or Shared: No
Targeted Advertising: No
Third-parties: Stripe Inc

Service providers or contractors: this Application, Google LLC, Cloudflare, Inc.
Commercial information

Personal Data processed: Fornavn; Efternavn; E-mailadresse; Brugsoplysninger + 2
Personal Information collected or disclosed:

fornavn

efternavn

e-mailadresse

Brugsoplysninger

forskellige typer af Data som angivet i tjenestens privatlivspolitik
kabshistorik

Sensitive Personal Information collected or disclosed betalingsinfo
Purposes:
¢ Handtering af betalinger
Retention period: for the time necessary to fulfill the purpose
Sold or Shared: No
Targeted Advertising: No

Third-parties: Stripe Inc
Internet or other electronic network activity information

Personal Data processed: Fornavn; Efternavn; E-mailadresse; Brugsoplysninger + 12
Personal Information collected or disclosed:

e fornavn



efternavn

e-mailadresse

Brugsoplysninger

forskellige typer af Data som angivet i tjenestens privatlivspolitik
kgbshistorik

Trackere

Data, der meddeles under brug af tjenesten
[P-adresse

Omtrentlig lokations-tilladelse (kontinuerlig)
Omtrentlig lokations-tilladelse (ikke kontinuerlig)
Tilladelse til Mediebibliotek (Musik)

Tilladelse til Fotobibliotek

kan

fadselsdato

Bruger-id

Sensitive Personal Information collected or disclosed betalingsinfo, Ngjagtig lokations-tilladelse (kontinuerlig), Ngjagtig
lokations-tilladelse (ikke kontinuerlig), adgangskode, brugernavn

Purposes:

Handtering af betalinger

Indsamling af Brugernes preferencer

Kontakt til Brugeren

Handtering af aktiviteter i forbindelse med produktivitet
Hosting og backend-infrastruktur

Optimering og distribution af trafik

Visning af indhold fra eksterne platforme

Tilladelser til adgang til Personoplysninger pa Brugerens enhed
Registrering og autentificering leveret direkte af this Application

Retention period: for the time necessary to fulfill the purpose
Sold or Shared: No

Targeted Advertising: No

Third-parties: Stripe Inc, iubenda srl

Service providers or contractors: this Application, Google LLC, MongoDB, Inc., Cloudflare, Inc., Mapbox Inc.
Geolocation data

Personal Data processed: Geografisk placering; Omtrentlig lokation; Omtrentlig lokations-tilladelse (kontinuerlig); Omtrentlig
lokations-tilladelse (ikke kontinuerlig) + 2

Personal Information collected or disclosed:

geografisk placering

omtrentlig lokation

Omtrentlig lokations-tilladelse (kontinuerlig)
Omtrentlig lokations-tilladelse (ikke kontinuerlig)
Tilladelse til Mediebibliotek (Musik)

Tilladelse til Fotobibliotek

Sensitive Personal Information collected or disclosed ngjagtig lokation, Ngjagtig lokations-tilladelse (kontinuerlig), Ngjagtig
lokations-tilladelse (ikke kontinuerlig)

Purposes:

e Lokationsbaseret interaktion
o Tilladelser til adgang til Personoplysninger pa Brugerens enhed

Retention period: for the time necessary to fulfill the purpose
Sold or Shared: No
Targeted Advertising: No

Service providers or contractors: this Application



Inferences drawn from other personal information

Personal Data processed:
Personal Information collected or disclosed:
Purposes:

e SPAM og bots-beskyttelse
o Handtering af dataindsamling og onlineundersggelser

Retention period: for the time necessary to fulfill the purpose
Sold or Shared: No
Targeted Advertising: No

Q You can read the definitions of these concepts inside the “Definitions and legal references section” of the privacy policy.

To know more about your rights to limit the use of your sensitive personal information (“Limit the Use of My Sensitive
Personal Information”) you can refer to the “Your privacy rights under US state laws” section of our privacy policy.

For more details on the collection of Personal Information, please read the section “Detailed information on the processing of
Personal Data” of our privacy policy.

We won’t process your Information for unexpected purposes, or for purposes that are not reasonably necessary to and compatible
with the purposes originally disclosed, without your consent.

What are the sources of the Personal Information we collect?

We collect the above-mentioned categories of Personal Information, either directly or indirectly, from you when you use this
Application.

For example, you directly provide your Personal Information when you submit requests via any forms on this Application. You
also provide Personal Information indirectly when you navigate this Application, as Personal Information about you is
automatically observed and collected.

Finally, we may collect your Personal Information from third parties that work with us in connection with the Service or with the
functioning of this Application and features thereof.

Your privacy rights under US state laws

You may exercise certain rights regarding your Personal Information. In particular, to the extent permitted by applicable law, you
have:

o the right to access Personal Information: the right to know. You have the right to request that we confirm whether or
not we are processing your Personal Information. You also have the right to access such Personal Information;

o the right to correct inaccurate Personal Information. You have the right to request that we correct any inaccurate
Personal Information we maintain about you;

¢ the right to request the deletion of your Personal Information. You have the right to request that we delete any of your
Personal Information;

o the right to obtain a copy of your Personal Information. We will provide your Personal Information in a portable and
usable format that allows you to transfer data easily to another entity — provided that this is technically feasible;

¢ the right to opt out from the Sale of your Personal Information; We will not discriminate against you for exercising
your privacy rights.

e the right to non-discrimination.

Additional rights for Users residing in California

In addition to the rights listed above common to all Users in the United States, as a User residing in California, you have

o The right to opt out of the Sharing of your Personal Information for cross-context behavioral advertising;

o The right to request to limit our use or disclosure of your Sensitive Personal Information to only that which is
necessary to perform the services or provide the goods, as is reasonably expected by an average consumer. Please note that
certain exceptions outlined in the law may apply, such as, when the collection and processing of Sensitive Personal
Information is necessary to verify or maintain the quality or safety of our service.



Additional rights for Users residing in Virginia, Colorado, Connecticut, Texas, Oregon, Nevada, Delaware, Iowa, New
Hampshire, New Jersey, Nebraska, Tennessee, Minnesota and Montana

In addition to the rights listed above common to all Users in the United States, as a User residing in Virginia, Colorado,
Connecticut, Texas, Oregon, Nevada, Delaware, lowa, New Hampshire, New Jersey, Nebraska, Tennessee, Minnesota and
Montana you have

o The right to opt out of the processing of your personal information for Targeted Advertising or profiling in furtherance
of decisions that produce legal or similarly significant effects concerning you;

¢ The right to freely give, deny or withdraw your consent for the processing of your Sensitive Personal Information.
Please note that certain exceptions outlined in the law may apply, such as, but not limited to, when the collection and
processing of Sensitive Personal Information is necessary for the provision of a product or service specifically requested by
the consumer.

In Minnesota Users also have the right to obtain a list of the specific third parties to which the controller has disclosed the
consumer’s personal data

* Note that in some states like Minnesota you have the following specific rights connected to profiling:

¢ The right to question the results of the profiling;

¢ The right to be informed of the reason that the profiling resulted in the decision; if feasible

¢ The right to be informed of what actions the consumer might have taken to secure a different decision and the actions that
the consumer might take to secure a different decision in the future;

o The right to review personal data used in the profiling;

 If inaccurate, the right to have the data corrected and the profiling decision reevaluated based on the corrected data;

Additional rights for users residing in Utah and Iowa

In addition to the rights listed above common to all Users in the United States, as a User residing in Utah and Iowa, you have

o The right to opt out of the processing of your Personal Information for Targeted Advertising;

o The right to opt out of the processing of your Sensitive Personal Information. Please note that certain exceptions
outlined in the law may apply, such as, but not limited to, when the collection and processing of Sensitive Personal
Information is necessary for the provision of a product or service specifically requested by the consumer.

How to exercise your privacy rights under US state laws

To exercise the rights described above, you need to submit your request to us by contacting us via the contact details provided in
this document.

For us to respond to your request, we must know who you are. We will not respond to any request if we are unable to verify your
identity and therefore confirm the Personal Information in our possession relates to you. You are not required to create an account
with us to submit your request. We will use any Personal Information collected from you in connection with the verification of
your request solely for verification and shall not further disclose the Personal Information, retain it longer than necessary for
purposes of verification, or use it for unrelated purposes.

If you are an adult, you can make a request on behalf of a child under your parental authority.
How to exercise your rights to opt out

In addition to what is stated above, to exercise your right to opt-out of Sale or Sharing and Targeted Advertising you can also use
the privacy choices link provided on this Application.

If you want to submit requests to opt out of Sale or Sharing and Targeted Advertising activities via a user-enabled global privacy
control, such as for example the Global Privacy Control (“GPC”), you are free to do so and we will abide by such request in a
frictionless manner.

How and when we are expected to handle your request

We will respond to your request without undue delay, but in all cases within the timeframe required by applicable law. Should we
need more time, we will explain to you the reasons why, and how much more time we need.

Should we deny your request, we will explain to you the reasons behind our denial (where envisaged by applicable law you may
then contact the relevant authority to submit a complaint).

We do not charge a fee to process or respond to your request unless such request is manifestly unfounded or excessive and in all
other cases where it is permitted by the applicable law. In such cases, we may charge a reasonable fee or refuse to act on the
request. In either case, we will communicate our choices and explain the reasons behind them.


https://globalprivacycontrol.org/

Yderligere oplysninger om indsamling og behandling af Data

Retlige skridt

Brugerens Personoplysninger kan anvendes til retlige formal af Ejeren, i forbindelse med en retssag som folge af ukorrekt brug af
denne Applikation eller de tilhgrende tjenester.

Brugeren er herved gjort opmerksom pa, at den Dataansvarlige kan blive palagt at videregive personoplysninger efter anmodning
fra myndighederne.

Yderligere oplysninger om Brugerens Personoplysninger

Ud over oplysningerne i denne privatlivspolitik kan denne Applikation efter anmodning give Brugeren yderligere oplysninger om
bestemte Tjenester eller indsamling og behandling af Personoplysninger ved anmodning derom.

Systemlogfiler og vedligeholdelse

Til drift og vedligehold kan denne Applikation og eventuelle tredjepartstjenester indsamle filer, der registrerer interaktion med
denne Applikation (Systemlogfiler) eller bruge andre Personoplysninger (f.eks. IP-adresse).

Oplysninger, der ikke er indeholdt i denne politik

Det er til enhver tid muligt at anmode Ejeren om yderligere oplysninger om indsamling eller behandling af Personoplysninger. Se
venligst kontaktoplysningerne i begyndelsen af dette dokument.

Zndringer af denne privatlivspolitik

Ejeren forbeholder sig ret til til enhver tid at foretage endringer i denne privatlivspolitik. Ejeren skal i den forbindelse underrette
Brugerne pé denne side og eventuelt i denne Applikation og/eller — i det omfang, det er teknisk og juridisk muligt — sende en
meddelelse til Brugerne via de kontaktoplysninger, Ejeren har adgang til. Det anbefales at tjekke denne side ofte. Datoen for den
seneste @ndring kan ses nederst pa siden.

Hvis endringerne pavirker behandlingsaktiviteter, der udfgres pa baggrund af Brugerens samtykke, skal Ejeren eventuelt
indhente et nyt samtykke hos Brugeren.

Definitioner og juridiske henvisninger

Personoplysninger (eller Data) / Personoplysninger (eller oplysninger)

Alle oplysninger, der direkte, indirekte eller i forbindelse med andre oplysninger — herunder et personnummer — ggr det muligt at
identificere en fysisk person.

Denne definition gelder ogsa for alle sammensatte ord, der indeholder det definerede udtryk: Dataoverfarsel, Enhedsdata,
Lokationsdata, Brugerdata. NB! ”Data” kaldes ogsa i visse tilfeelde for ”oplysninger”.

Felsomme Personoplysninger

Folsomme Personoplysninger betyder alle Personoplysninger, der ikke er offentligt tilgeengelige, og som afslgrer oplysninger, der
betragtes som fglsomme i henhold til den geeldende lovgivning om beskyttelse af personoplysninger.

Brugsoplysninger

Oplysninger, der indsamles automatisk via denne Applikation (eller tredjepartstjenester, der anvendes i denne Applikation), og
som kan omfatte: IP-adresser eller domeanenavne pa computere, der anvendes af Brugere af denne Applikation, URI-adresser
(Uniform Resource Identifier), tidspunktet for anmodningen, den metode, der bruges til at sende anmodningen til serveren,
stgrrelsen af den fil, der modtages som svar, den numeriske kode, der angiver status for serverens svar (gennemfart, fejl osv.),
oprindelsesland, browserens funktioner og det styresystem, der anvendes af Brugeren, de forskellige tidsoplysninger pr. besgg
(f.eks. den tid, der er brugt pa hver side i Applikationen) og oplysninger om den sti, der er fulgt i Applikationen, med serlig
henvisning til rekkefglgen af de besggte sider og andre parametre om enhedens operativsystem og/eller Brugerens it-miljg.

Bruger

Den person, der bruger denne Applikation, som, medmindre andet er anfgrt, ogsa er Den Registrerede.
Denne definition geelder ogsa for alle sammensatte ord, der indeholder det definerede udtryk: Brugeradferd, Brugerkommentarer,
Brugeroplysninger, Brugerdata, Brugersession, Brugerrettigheder, Brugeropdatering.



Den Registrerede
Den fysiske person, som Personoplysningerne henviser til.
Databehandler

Den fysiske eller juridiske person, offentlige myndighed, et agentur eller et andet organ, der behandler Personoplysninger pa
vegne af den Dataansvarlige, som beskrevet i denne privatlivspolitik.

Dataansvarlig (eller Ejer)

Den fysiske eller juridiske person, offentlige myndighed, det agentur eller gvrige organ, som alene eller sammen med andre
bestemmer formalet med og metoderne til behandling af Personoplysninger, herunder sikkerhedsforanstaltninger vedrgrende drift
og brug af denne Applikation. Den Dataansvarlige er, medmindre andet er anfgrt, Ejeren af denne Applikation.

Denne Applikation

De metoder, hvormed Brugerens Personoplysninger indsamles og behandles.

Tjeneste

Den tjeneste, der leveres af denne Applikation, som beskrevet i de tilhgrende vilkar (hvis sddanne findes) og pa denne
hjemmeside/i denne applikation.
Denne definition geelder ogsa for alle sammensatte ord, der indeholder det definerede udtryk: Analysetjenester.

Salg

Salg betyder enhver udveksling af Personoplysninger fra Ejeren til en tredjepart mod betaling af penge eller anden
modydelse, som defineret i den geldende statslov om beskyttelse af personoplysninger i USA. Bemerk, at udveksling af
Personoplysninger med en tjenesteudbyder i henhold til en skriftlig kontrakt, der opfylder kravene i den geldende lovgivning,
ikke udggr et Salg af dine Personoplysninger.

Deling

Datenweitergabe bedeutet jede Weitergabe, Vermietung, Freigabe, Offenlegung, Verbreitung, Zurverfiigungstellung, Ubertragung
oder anderweitige miindliche, schriftliche, elektronische oder sonstige Ubermittlung der personenbezogenen Informationen eines
Verbrauchers durch das Unternehmen an einen Dritten fiir kontextiibergreifende verhaltensbezogene Werbung, sei es gegen
Geld oder eine andere entgeltliche Leistung, einschlieflich Transaktionen zwischen einem Unternehmen und einem Dritten fiir
kontextiibergreifende verhaltensbezogene Werbung zugunsten eines Unternehmens, bei denen kein Geld ausgetauscht wird, wie
in den kalifornischen Datenschutzgesetzen definiert. Bitte beachten Sie, dass der Austausch personenbezogener Informationen
mit einem Dienstleister im Rahmen eines schriftlichen Vertrags, der die Anforderungen der kalifornischen Datenschutzgesetze
erfiillt, keine Weitergabe IThrer personenbezogenen Informationen darstellt.

Malrettet annoncering
Malrettet annoncering betyder at vise annoncer til en forbruger, hvor annoncen er udvalgt pa grundlag af Personoplysninger, der
er indhentet fra at forbrugerens aktiviteter over tid og pa tveers af ikke-tilknyttede hjemmesider eller onlineapplikationer for at

forudsige en sddan forbrugers preeferencer eller interesser, som defineret i den geeldende statslov om beskyttelse af
personoplysninger i USA.

Den Europeiske Union (eller EU)

Medmindre andet er anfgrt, omfatter alle henvisninger i dette dokument til Den Europaiske Union alle de nuverende
medlemsstater i Den Europeiske Union og Det Europaiske @konomiske Samarbejdsomrade.

Cookie

Cookies er Trackere, der bestar af sma dataset, som gemmes i Brugerens browser.
Denne definition gelder ogsa for alle sammensatte ord, der indeholder det definerede udtryk: Annoncecookies, Analysecookies,
Cookiepolitik, Cookielevetid, Fgrsteparts-cookies.

Tracker

Tracker er et udtryk for en teknologi — f.eks. Cookies, unikke identifikatorer, webbeacons, indlejrede scripts, e-tags og
fingeraftryk — der gor det muligt at spore Brugere, f.eks. ved at fa adgang til eller lagre oplysninger pa Brugerens enhed.



Juridiske oplysninger

Denne privatlivserklering er udarbejdet med udgangspunkt i bestemmelserne i flere forskellige lovgivninger.

Privatlivspolitikken vedrgrer udelukkende denne Applikation, hvis ikke andet er anfgrt i dette dokument.
Hvordan kan vi hjelpe?

Hvad du kan ggre
Dine data

Bed os om at fa adgang til de oplysninger, vi har om dig

O==0

Bed os om at rette de oplysninger, vi har om dig

Bed os om at blive glemt (slette de oplysninger, vi har om dig)
Bed om at fa overfort dine data til en anden tjeneste

I tilfelde af problemer
Vi bestraber os pa at skabe en positiv brugeroplevelse, men vi forstar, at der af og til kan opsté problemer mellem os og vores

brugere.
Hyvis det er tilfeeldet, er du velkommen til at kontakte os.

Kontakt os
Footer
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