Integritetspolicy for Equisport.tv

Denna Applikation samlar in vissa Personuppgifter fran sina Anvéindare.

Agare och Personuppgiftsansvarig

Equisport Media Services AB
Kulvigen 5G

70369 Orebro

Sweden

Agarens e-post: support@equisport.tv

Typer av Uppgifter som samlas in

De typer av Personuppgifter som denna Applikation samlar in, antingen sjilv eller via tredje part, inkluderar f6ljande:
Anvindningsdata; Sparare; [P-adress; enhetsinformation; sprak; lan; geografiskt omrade/region; klick; sessionsstatistik;
anpassade hindelser; e-postadress; 16senord; Anvéandar-1D.

Fullstdndig information om varje typ av Personuppgifter som samlas in finns i sirskilda avsnitt i denna integritetspolicy eller i
sarskilda forklaringstexter som visas innan Uppgifterna samlas in.

Personuppgifter kan ldmnas frivilligt av Anvidndaren eller samlas in automatiskt nér denna Applikation anvénds, vilket &r fallet
med Anvindningsdata.

Om inget annat anges dr alla Uppgifter som denna Applikation begér obligatoriska. Om de inte tillhandahélls kan det bli omojligt
for denna Applikation att leverera sina tjanster. Nar denna Applikation uttryckligen anger att vissa Uppgifter inte &r obligatoriska
kan Anvindaren avsté fran att limna dem utan att Tjénstens tillgdnglighet eller funktion paverkas.

Anviindare som ir osikra pa vilka Personuppgifter som #r obligatoriska kan kontakta Agaren.

All anvandning av Cookies — eller andra sparningsverktyg — av denna Applikation eller av dgare till tredjepartstjénster som
anvénds av denna Applikation sker for att tillhandahélla en Tjanst som Anvéndaren begir, utover eventuella andra syften som
beskrivs i detta dokument och i Cookiepolicyn.

Anvindaren ansvarar for alla Personuppgifter om tredje part som Anvéndaren erhéller, publicerar eller delar via denna
Applikation.

Plats och metod for Uppgiftsbehandling

Metoder for behandling

Agaren vidtar limpliga sikerhetsatgérder for att forhindra obehdrig atkomst, utlimning, #ndring eller obehérig forstdring av
Uppgifterna.

Uppgifterna behandlas med hjélp av datorer och/eller IT-verktyg, enligt organisatoriska forfaranden och metoder som ér strikt
relaterade till de angivna dndamalen. Utdver Agaren kan Uppgifterna i vissa fall vara tillgingliga for vissa ansvariga personer
som &r involverade i driften av denna Applikation (administration, forséljning, marknadsforing, juridik, systemadministration)
eller for externa parter (t.ex. tredjepartsleverantdrer av tekniska tjdnster, postoperatdrer, webbhotell, IT-foretag,
kommunikationsbyréer) som vid behov utses till Personuppgiftsbitriden av Agaren. En aktuell forteckning dver dessa parter kan
nér som helst fas frin Agaren.

Plats
Uppgifterna behandlas pi Agarens verksamhetskontor och pa alla andra platser dir parterna som deltar i behandlingen finns.
Beroende pa var Anvindaren befinner sig kan datadverforingar innebira att Anvandarens Uppgifter 6verfors till ett annat land &dn

det egna. Mer information om var sadana overforda Uppgifter behandlas finns i avsnittet med detaljerad information om
Personuppgiftsbehandlingen.

Lagringstid

Om inget annat anges i detta dokument behandlas och lagras Personuppgifter sa linge som kravs for det syfte for vilket de har
samlats in. De kan dven lagras ldngre &n sd pa grund av tillimpliga réttsliga forpliktelser eller med Anvéndarens samtycke.

Syften med behandlingen



Anvindarens Uppgifter samlas in for att Agaren ska kunna tillhandahélla sin Tjinst, uppfylla sina rittsliga forpliktelser, svara pa
begidranden om verkstillighet, skydda sina (eller Anvéandares eller tredje parts) rittigheter och intressen, upptécka skadlig eller
bedriglig aktivitet samt foljande: Visning av innehall fran externa plattformar, Overvakning av infrastruktur, Virdtjénster och
backendinfrastruktur, Annonsering, Analys och Registrering och autentisering som tillhandahélls direkt av denna Applikation.

Specifik information om vilka Personuppgifter som anvinds for varje syfte finns i avsnittet ”Detaljerad information om
Personuppgiftsbehandlingen”.

Detaljerad information om Personuppgiftsbehandlingen
Personuppgifter samlas in i foljande syfte och med hjalp av foljande tjanster:

Analys

Tjénsterna i detta avsnitt gor det mojligt for Agaren att dvervaka och analysera webbtrafiken och kan anvindas for att spara
Anvéndarbeteende.

Matomo Cloud (InnoCraft)

Matomo Cloud ar en analystjanst som tillhandahalls av InnoCraft.

Personuppgifter som behandlas: anpassade héndelser; enhetsinformation; geografiskt omrade/region; IP-adress; klick; lan;
sessionsstatistik; sprak.

Plats for behandling: Nya Zeeland — Integritetspolicy.

Kategorier av personuppgifter som samlas in enligt CCPA: identifierare; uppgifter om aktivitet pa internet eller i andra
elektroniska nétverk; platsdata; slutsatser som dragits utifrén andra personuppgifter.

Denna behandling utgor:

e en forsdljning enligt CCPA, VCDPA, CPA, CTDPA och UCPA
e en delning enligt CCPA
e riktad annonsering enligt VCDPA, CPA, CTDPA och UCPA

Annonsering

Denna typ av tjanst gor det mdjligt att utnyttja Anvandarens Uppgifter for att visa reklambudskap. Dessa budskap kan visas i
form av banners och andra typer av annonser i denna tjénst (denna Applikation) och kan vara baserade pa Anvéndarens intressen.
Detta betyder inte att alla Personuppgifter anvénds i annonssyfte. Narmare information och anvéndarvillkor finns nedan.

De kan dven anvénda teknik for beteendebaserad marknadsforing, dvs. for att visa annonser som &r skraddarsydda efter
Anvindarens intressen och beteende, dven baserat pa sadant som skett utanfér denna Applikation. Mer information finns i
respektive tjansts integritetspolicy.

Tjanster av det hir slaget erbjuder vanligtvis mdojligheten att sdga nej till sédan sparning (opt-out). Det finns dven andra sétt att
mer generellt sdga nej till intressebaserad annonsering. Mer information finns i avsnittet ”Séga nej till intressebaserad
annonsering” i detta dokument.

Axiom Media (Axiom Media Connect Limited)

Axiom Media &r en annonstjanst som tillhandahélls av Axiom Media Connect Limited.
Personuppgifter som behandlas: Anvidndningsdata; Sparare.
Plats for behandling: Férenade kungariket — Integritetspolicy.
Kategorier av personuppgifter som samlas in enligt CCPA: uppgifter om aktivitet pa internet eller i andra elektroniska nétverk.
Denna behandling utgor:
e en forsiljning enligt CCPA, VCDPA, CPA, CTDPA och UCPA

¢ en delning enligt CCPA
e riktad annonsering enligt VCDPA, CPA, CTDPA och UCPA

Video Reach (Reach Media GmbH)

Video Reach dr en annonstjinst som tillhandahalls av Reach Media GmbH.


https://matomo.org/matomo-cloud-privacy-policy/
https://axiommedia.co/useful-info/axiom-media-limited-privacy-policy/

Personuppgifter som behandlas: Anviandningsdata; Sparare.
Plats for behandling: Tyskland — Integritetspolicy.
Kategorier av personuppgifter som samlas in enligt CCPA: uppgifter om aktivitet pa internet eller i andra elektroniska nétverk.
Denna behandling utgor:
¢ en forsiljning enligt CCPA, VCDPA, CPA, CTDPA och UCPA

¢ en delning enligt CCPA
e riktad annonsering enligt VCDPA, CPA, CTDPA och UCPA

Registrering och autentisering som tillhandahills direkt av denna Applikation

Genom att registrera eller autentisera sig tillater Anvéndaren att denna Applikation identifierar Anvéndaren och ger Anvéndaren
tillgang till vissa sirskilda tjanster. Personuppgifterna samlas in och lagras endast for registrering eller identifiering. Endast
Uppgifter som &r nddvéndiga for att tillhandahélla en tjanst som Anvéindaren begér samlas in.

Direkt registrering (denna Applikation)

Anvindaren registrerar sig genom att fylla i registreringsformuldret och lamna Personuppgifterna direkt till denna Applikation.
Personuppgifter som behandlas: Anvindar-ID; e-postadress; l6senord; sprak.

Kategorier av personuppgifter som samlas in enligt CCPA: identifierare; slutsatser som dragits utifran andra personuppgifter.

Visning av innehall fran externa plattformar

Denna typ av tjanst gor det mojligt for dig att se innehall fran och interagera med externa plattformar direkt pa sidorna i denna
tjénst (denna Applikation).

Tjanster av det hir slaget kan samla in webbtrafikdata for de sidor dér tjédnsten dr installerad &ven om Anvindaren inte anviander
den.

Google Fonts (Google Ireland Limited)

Google Fonts dr en tjanst for visning av typsnitt som tillhandahélls av Google Ireland Limited och som gor det mojligt for denna
Applikation att integrera sddant innehall pé sina sidor.

Personuppgifter som behandlas: Anvéndningsdata; Sparare.
Plats for behandling: Irland — Integritetspolicy.

Kategorier av personuppgifter som samlas in enligt CCPA: uppgifter om aktivitet pé internet eller i andra elektroniska nétverk.

Virdtjinster och backendinfrastruktur

Syftet med denna typ av tjdnst ar att vara vérd for Uppgifter och filer som gor det mojligt att kdra och distribuera denna
Applikation samt att tillhandahalla en fardig infrastruktur for att kora vissa funktioner eller delar av denna Applikation.

Vissa av de tjanster som anges nedan, om nagra tjanster anges, kan drivas via geografiskt spridda servrar, vilket gor det svart att
avgora exakt var Personuppgifterna faktiskt lagras.

Amazon Web Services (AWS) (Amazon Web Services, Inc.)

Amazon Web Services (AWS) ér en vérd- och backend-tjénst som tillhandahalls av Amazon Web Services, Inc.
Personuppgifter som behandlas: olika typer av Uppgifter enligt vad som framgar av tjanstens integritetspolicy.
Plats for behandling: Sverige — Integritetspolicy.

Kategorier av personuppgifter som samlas in enligt CCPA: identifierare.

Overvakning av infrastruktur

Denna typ av tjanst gor det mdjligt for denna Applikation att dvervaka hur dess olika komponenter anvinds och beter sig, i syfte
att forbattra prestanda, drift, underhall och felsdkning.


https://www.videoreach.com/about/privacy-policy/
https://policies.google.com/privacy
https://aws.amazon.com/compliance/data-privacy-faq/?nc1=h_ls

Vilka Personuppgifter som behandlas beror pa tjansternas egenskaper och hur de har implementerats. Tjénsternas funktion ar att
filtrera aktiviteter i denna tjénst (denna Applikation).

Nagios (Nagios Enterprises, LL.C)

Nagios dr en monitoreringstjanst som tillhandahalls av Nagios Enterprises, LLC.

Personuppgifter som behandlas: Anviandningsdata; olika typer av Uppgifter enligt vad som framgér av tjénstens integritetspolicy;
Sparare.

Plats for behandling: USA — Integritetspolicy.

Kategorier av personuppgifter som samlas in enligt CCPA: identifierare; uppgifter om aktivitet pa internet eller i andra
elektroniska nitverk.

Information om att siga nej till (opt-out) intressebaserad annonsering

Utdver de opt-out-funktioner som tjansterna i forteckningen i detta dokument tillhandahaller kan Anvandaren f& mer information
om andra sitt att siga nej till intressebaserad annonsering i ett sarskilt avsnitt i Cookiepolicyn.

Cookiepolicy
Denna Applikation anvinder Sparare. Mer information finns i Cookiepolicyn.
Ytterligare information for Anvéandare

Rittslig grund for behandling

Agaren kan behandla Anviindarens Personuppgifter om nagot av foljande ar tillimpligt:

¢ Anvindaren har gett sitt samtycke for ett eller flera specifika 4&ndamal.

¢ Tillhandahallandet av Personuppgifter 4r nddvandigt for att fullgora ett avtal med Anvéndaren och/eller for att vidta
atgérder innan ett sadant avtal ingas.

 Behandlingen ir nédvindig for att fullgdra en rittslig forpliktelse som aligger Agaren.

o behandlingen rér utfdrandet av en uppgift av allmint intresse eller utgér ett led i Agarens myndighetsutdvning

e Behandlingen #r nodvindig for aindamal som ror Agarens eller tredje parts berittigade intressen.

Agaren klargor girna vilken rittslig grund som tillimpas i specifika fall, och i synnerhet huruvida Personuppgifterna maste
tillhandahéllas pa grund av ett lagstadgat eller avtalsenligt krav eller for att de krivs for att ingé ett avtal.

Ytterligare information om lagringstid

Om inget annat anges i detta dokument behandlas och lagras Personuppgifter sa linge som kravs for det syfte for vilket de har
samlats in. De kan dven lagras ldngre &n sd pa grund av tillampliga réttsliga forpliktelser eller med Anvéndarens samtycke.

Detta innebir att

e Personuppgifter som samlas in for indamal som ror fullgérandet av ett avtal mellan Agaren och Anviindaren lagras tills
avtalet har fullgjorts.

e Personuppgifter som samlas in for Agarens berittigade intressen lagras sé linge som krivs for att uppfylla dessa syften.
Specifik information om de berittigade intressen som Agaren dberopar finns i relevanta avsnitt i detta dokument och kan
dven fas direkt av Agaren.

Agaren kan ha lov att lagra Personuppgifter under en langre period om Anvéndaren har gett sitt samtycke till sadan behandling,
forutsatt att samtycket inte aterkallas. Dessutom kan Agaren vara skyldig att lagra Personuppgifter under en ldngre tid nér det
krévs for att fullgora en réttslig forpliktelse eller en myndighets begéran.

Nir lagringsperioden 16per ut ska Personuppgifterna raderas. Det betyder att rétten till tillgang, radering, rittelse och
dataportabilitet inte 1dngre kan utovas nér lagringsperioden har 16pt ut.

Anvindarens rittigheter

Anvindaren kan utdva vissa rittigheter i friga om de Uppgifter som Agaren behandlar.

Anvindaren har i synnerhet ritt att gora foljande, i den mén lagen tillater det:


https://www.nagios.com/legal/privacypolicy/
https://www.iubenda.com/privacy-policy/55226699/cookie-policy

o Aterkalla sitt samtycke niir som helst. En Anviindare som tidigare har samtyckt till behandling av Personuppgifter har
ritt att aterkalla sitt samtycke.

¢ Invinda mot Personuppgiftsbehandling. Anvéndaren har rétt att invinda mot att dennes Uppgifter behandlas om
behandlingen sker pa en annan réttslig grund dn samtycke.

o Fa tillgang till sina uppgifter. Anviindaren har ritt att f veta om Agaren behandlar hens Uppgifter, fa information om
vissa aspekter av behandlingen och f en kopia av de Uppgifter som behandlas.

¢ Kontrollera korrekthet och begira rittelse. Anvindaren har ritt att kontrollera att Uppgifterna ar korrekta och begira att
de uppdateras eller rittas.

o Begrinsa behandlingen av Uppgifter. Anvindaren har ritt att begriinsa behandlingen av sina Uppgifter. Agaren kommer
da inte att behandla Uppgifterna i ndgot annat syfte dn att lagra dem.

* Fa sina Personuppgifter raderade eller pa annat siitt borttagna. Anvéndaren har rétt att fa sina Uppgifter raderade av
Agaren.

¢ Ta emot sina Uppgifter och fa dem éverforda till en annan personuppgiftsansvarig. Anvéindaren har ritt att fa sina
Uppgifter i ett strukturerat, allmédnt anvint och maskinldsbart format och, om det &r tekniskt mojligt, att fA dem Sverforda
till en annan personuppgiftsansvarig utan hinder.

o Lamna in ett klagomal. Anvindaren har ritt att 1imna in ett klagomal till behorig dataskyddsmyndighet.

Anvindaren har ocksa rétt att f4 information om den réttsliga grunden for eventuell dverforing av Uppgifter till ett annat land,
inklusive till en internationell organisation som lyder under folkrétten eller har inréttats av tvé eller flera lédnder, t.ex. FN, samt
om de sidkerhetsétgérder som Agaren vidtar for att skydda Anvéndarens Uppgifter.

Information om ritten att inviinda mot behandling

Om Personuppgifter behandlas med ett allmént intresse som grund, som ett led i Agarens myndighetsutévning eller for
att tillgodose Agarens berittigade intressen, kan Anvindaren invinda mot sidan behandling genom att ange skil som
hénfor sig till dennes specifika situation.

Om Personuppgifter diremot behandlas i direktmarknadsforingssyfte kan Anvindaren nér som helst, kostnadsfritt och
utan nagon som helst motivering invinda mot denna behandling. Om Anvindaren invinder mot behandling i
direktmarknadsforingssyfte kommer Personuppgifterna inte liingre att behandlas for sidana dindamal. Information om
huruvida Agaren behandlar Personuppgifter i direktmarknadsforingssyfte finns i relevanta avsnitt i detta dokument.

Hur dessa rittigheter utovas

Anviindare som vill utdva sina rittigheter kan limna en begiran till Agaren via kontaktuppgifterna i detta dokument. Det kostar
inget att limna in en begiran. Agaren besvarar varje begiran s snart som méjligt, och alltid inom en manad, och ger Anvindaren
den information som lagen kriver. Om Personuppgifter har limnats ut till andra kommer Agaren att meddela varje mottagare om
eventuella rittelser, raderingar eller begransningar av behandlingen, savida detta inte visar sig vara omgjligt eller medfora en
oproportionell anstringning. Anvindaren kan viinda sig till Agaren for att fi information om dessa mottagare.

Ytterligare information for Anviandare i Schweiz

Detta avsnitt géller for Anvéndare i Schweiz. Om den dvriga integritetspolicyn innehéller potentiellt avvikande eller motstridig
information har detta avsnitt foretrade f6r Anvéndare i Schweiz.

Ytterligare information om vilka kategorier av Uppgifter som behandlas, syftet med behandlingen, eventuella kategorier av
mottagare av personuppgifterna, lagringstid och ytterligare information om Personuppgifter finns i avsnittet ”Detaljerad
information om Personuppgiftsbehandlingen” i detta dokument.

Anvindarens rittigheter enligt den schweiziska federala dataskyddslagen

Anvindaren kan inom lagens grinser utova vissa réttigheter i fraga om sina Uppgifter, bland annat:

o ritten till tillgang till Personuppgifter;

e ritten att invinda mot behandlingen av Personuppgifter (som ocksé ger Anvéndaren rétt att krdva att
Personuppgiftsbehandlingen begrinsas, att Personuppgifter raderas eller forstors, att specifika utlimnanden av
Personuppgifter till tredje part forbjuds);

o ritten att fa ut sina Personuppgifter och fa dem 6verforda till en annan personuppgiftsansvarig (dataportabilitet);

e ritten att begéra att felaktiga Personuppgifter rittas.

Hur dessa rittigheter utovas

Anvéndare som vill utdva sina réttigheter kan limna en begéran till Agaren via kontaktuppgifterna i detta dokument. Det kostar
inget att limna in en begéran. Agaren besvarar varje begiran sa snart som mojligt och ger Anvéndaren den information som
lagen kréver.



Further information for California consumers

This section of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the business running this Application and, if the case may be, its parent, subsidiaries and affiliates (for the purposes
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of this section referred to collectively as “we”, “us”, “our”).

9 < CLINT3

This section applies to all Users (Users are referred to below, simply as “you”, “your”, “yours”), who are consumers residing in
the state of California, United States of America, according to the "California Consumer Privacy Act of 2018" (the "CCPA"), as
updated by the "California Privacy Rights Act" (the "CPRA") and subsequent regulations. For such consumers, this section
supersedes any other possibly divergent or conflicting information contained in the privacy policy.

This part of the document uses the terms “personal information” (and “sensitive personal information”) as defined in the
California Consumer Privacy Act (CCPA).

Notice at collection
Categories of personal information collected, used, sold, or shared

In this section we summarize the categories of personal information that we've collected, used, sold, or shared and the purposes
thereof. You can read about these activities in detail in the section titled “Detailed information on the processing of
Personal Data” within this document.

Information we collect: the categories of personal information we collect

We have collected the following categories of personal information about you: identifiers, internet or other electronic network
activity information, geolocation data and inferences drawn from other personal information.

We have collected the following categories of sensitive personal information: 16senord

We will not collect additional categories of personal information without notifying you.

Your right to limit the use or disclosure of your sensitive personal information and how you can exercise it

You have the right to request that we limit the use or disclosure of your sensitive personal information to only that which is
necessary to perform the services or provide the goods, as is reasonably expected by an average consumer.

We can also use your sensitive personal information to perform specific purposes set forth by the law (such as, including but not
limited to, helping to ensure security and integrity; undertaking activities to verify or maintain the quality or safety of our
service) and as authorized by the relevant regulations.

Outside of the aforementioned specific purposes, you have the right to freely request, at any time, that we do not use or disclose
your sensitive personal information. This means that whenever you ask us to stop using your sensitive personal information, we
will abide by your request and we will instruct our service providers and contractors to do the same.

To fully exercise your right to limit the use or disclosure of your sensitive personal information you can contact us at any time,
using the contact details provided in this document.

For a simplified method you can also use the privacy choices link provided on this Application.

We use any personal information collected from you in connection with the submission of your request solely for the purposes of
complying with the request.

Once you have exercised this right, we are required to wait at least 12 months before asking whether you have changed your
mind.

What are the purposes for which we use your personal information?

We may use your personal information to allow the operational functioning of this Application and features thereof (“business
purposes”). In such cases, your personal information will be processed in a fashion necessary and proportionate to the business
purpose for which it was collected, and strictly within the limits of compatible operational purposes.

‘We may also use your personal information for other reasons such as for commercial purposes (as indicated within the section
“Detailed information on the processing of Personal Data” within this document), as well as for complying with the law and
defending our rights before the competent authorities where our rights and interests are threatened or we suffer an actual damage.

We won'’t process your information for unexpected purposes, or for purposes incompatible with the purposes originally disclosed,
without your consent.


https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5

How long do we keep your personal information?

Unless stated otherwise inside the “Detailed information on the processing of Personal Data” section, we will not retain your
personal information for longer than is reasonably necessary for the purpose(s) they have been collected for.

How we collect information: what are the sources of the personal information we collect?

We collect the above-mentioned categories of personal information, either directly or indirectly, from you when you use this
Application.

For example, you directly provide your personal information when you submit requests via any forms on this Application. You
also provide personal information indirectly when you navigate this Application, as personal information about you is
automatically observed and collected.

Finally, we may collect your personal information from third parties that work with us in connection with the Service or with the
functioning of this Application and features thereof.

How we use the information we collect: disclosing of your personal information with third parties for a business purpose

For our purposes, the word “third party” means a person who is not any of the following: a service provider or a contractor, as
defined by the CCPA.

We disclose your personal information with the third parties listed in detail in the section titled “Detailed information on the
processing of Personal Data” within this document. These third parties are grouped and categorized in accordance with the
different purposes of processing.

Sale or sharing of your personal information

For our purposes, the word “sale” means any “selling, renting, releasing, disclosing, disseminating, making available, transferring
or otherwise communicating orally, in writing, or by electronic means, a consumer's personal information by the business to a
third party, for monetary or other valuable consideration”, as defined by the CCPA.

This means that, for example, a sale can happen whenever an application runs ads, or makes statistical analyses on the traffic or
views, or simply because it uses tools such as social network plugins and the like.

For our purposes, the word “sharing” means any “sharing, renting, releasing, disclosing, disseminating, making available,
transferring, or otherwise communicating orally, in writing, or by electronic or other means, a consumer's personal information
by the business to a third party for cross-context behavioral advertising, whether or not for monetary or other valuable
consideration, including transactions between a business and a third party for cross-context behavioral advertising for the benefit
of a business in which no money is exchanged”, as defined by the CCPA.

Please note that the exchange of personal information with a service provider pursuant to a written contract that meets the
requirements set by the CCPA, does not constitute a sale or sharing of your personal information.

Your right to opt out of the sale or sharing of your personal information and how you can exercise it

We sell or share your personal information with the third parties listed in detail in the section titled “Detailed information on
the processing of Personal Data” within this document. These third parties are grouped and categorized in accordance with the
different purposes of processing.

You have the right to opt out of the sale or sharing of your personal information. This means that whenever you request us to stop
selling or sharing your personal information, we will abide by your request.

Such requests can be made freely, at any time, without submitting any verifiable request.

To fully exercise your right to opt out, you can contact us at any time using the contact details provided in this document.

For a simplified opt-out method you can also use the privacy choices link provided on this Application.

If you want to submit requests to opt out of the sale or sharing of personal information via a user-enabled global privacy control,
like the Global Privacy Control (“GPC”), you are free to do so and we will abide by such request in a frictionless manner (as
defined in the CPRA regulations). The GPC consists of a setting or extension in the browser or mobile device and acts as a
mechanism that websites can use to indicate they support the GPC signal. If you want to use GPC, you can download and enable
it via a participating browser or browser extension. More information about downloading GPC is available here.

We use any personal information collected from you in connection with the submission of your opt-out request solely for the
purposes of complying with the opt-out request.

Once you have opted out, we are required to wait at least 12 months before asking whether you have changed your mind.

‘What are the purposes for which we use your personal information?


https://globalprivacycontrol.org/
https://globalprivacycontrol.org/#download
https://globalprivacycontrol.org/

We may use your personal information to allow the operational functioning of this Application and features thereof (‘“business
purposes”). In such cases, your personal information will be processed in a fashion necessary and proportionate to the business
purpose for which it was collected, and strictly within the limits of compatible operational purposes.

We may also use your personal information for other reasons such as for commercial purposes (as indicated within the section
“Detailed information on the processing of Personal Data” within this document), as well as for complying with the law and
defending our rights before the competent authorities where our rights and interests are threatened or we suffer an actual damage.

We won’t process your information for unexpected purposes, or for purposes incompatible with the purposes originally disclosed,
without your consent.

How long do we keep your personal information?

Unless stated otherwise inside the “Detailed information on the processing of Personal Data” section, we will not retain your
personal information for longer than is reasonably necessary for the purpose(s) they have been collected for.

Your privacy rights under the California Consumer Privacy Act and how to exercise them
The right to access personal information: the right to know and to portability

You have the right to request that we disclose to you:

o the categories of personal information that we collect about you;

e the sources from which the personal information is collected;

e the purposes for which we use your information;

¢ to whom we disclose such information;

o the specific pieces of personal information we have collected about you.

You also have the right to know what personal information is sold or shared and to whom. In particular, you have the right
to request two separate lists from us where we disclose:

e the categories of personal information that we sold or shared about you and the categories of third parties to whom the
personal information was sold or shared;

o the categories of personal information that we disclosed about you for a business purpose and the categories of persons to
whom it was disclosed for a business purpose.

The disclosure described above will be limited to the personal information collected or used over the past 12 months.

If we deliver our response electronically, the information enclosed will be "portable", i.e. delivered in an easily usable format to
enable you to transmit the information to another entity without hindrance — provided that this is technically feasible.

The right to request the deletion of your personal information

You have the right to request that we delete any of your personal information, subject to exceptions set forth by the law (such as,
including but not limited to, where the information is used to identify and repair errors on this Application, to detect security
incidents and protect against fraudulent or illegal activities, to exercise certain rights etc.).

If no legal exception applies, as a result of exercising your right, we will delete your personal information and notify any of our

service providers and all third parties to whom we have sold or shared the personal information to do so — provided that this is
technically feasible and doesn’t involve disproportionate effort.

The right to correct inaccurate personal information

You have the right to request that we correct any inaccurate personal information we maintain about you, taking into account the
nature of the personal information and the purposes of the processing of the personal information.

The right to opt out of sale or sharing of personal information and to limit the use of your sensitive personal information

You have the right to opt out of the sale or sharing of your personal information. You also have the right to request that we limit
our use or disclosure of your sensitive personal information.

The right of no retaliation following opt-out or exercise of other rights (the right to non-discrimination)
We will not discriminate against you for exercising your rights under the CCPA. This means that we will not discriminate against

you, including, but not limited to, by denying goods or services, charging you a different price, or providing a different level or
quality of goods or services just because you exercised your consumer privacy rights.



However, if you refuse to provide your personal information to us or ask us to delete or stop selling your personal information,
and that personal information or sale is necessary for us to provide you with goods or services, we may not be able to complete
that transaction.

To the extent permitted by the law, we may offer you promotions, discounts, and other deals in exchange for collecting, keeping,
or selling your personal information, provided that the financial incentive offered is reasonably related to the value of your
personal information.

How to exercise your rights

To exercise the rights described above, you need to submit your verifiable request to us by contacting us via the details provided
in this document.

For us to respond to your request, it’s necessary that we know who you are. Therefore, you can only exercise the above rights by
making a verifiable request which must:

¢ provide sufficient information that allows us to reasonably verify you are the person about whom we collected personal
information or an authorized representative;
e describe your request with sufficient detail that allows us to properly understand, evaluate, and respond to it.

We will not respond to any request if we are unable to verify your identity and therefore confirm the personal information in our
possession actually relates to you.

Making a verifiable consumer request does not require you to create an account with us. We will use any personal information
collected from you in connection with the verification of your request solely for the purposes of verification and shall not further
disclose the personal information, retain it longer than necessary for purposes of verification, or use it for unrelated purposes.

If you cannot personally submit a verifiable request, you can authorize a person registered with the California Secretary of State
to act on your behalf.

If you are an adult, you can make a verifiable request on behalf of a child under your parental authority.

You can submit a maximum number of 2 requests over a period of 12 months.
How and when we are expected to handle your request

We will confirm receipt of your verifiable request within 10 days and provide information about how we will process your
request.

We will respond to your request within 45 days of its receipt. Should we need more time, we will explain to you the reasons why,
and how much more time we need. In this regard, please note that we may take up to 90 days to fulfill your request.

Our disclosure(s) will cover the preceding 12-month period. Only with regard to personal information collected on or after
January 1, 2022, you have the right to request that we disclose information beyond the 12-month period, and we will provide
them to you unless doing so proves impossible or would involve a disproportionate effort.

Should we deny your request, we will explain you the reasons behind our denial.

We do not charge a fee to process or respond to your verifiable request unless such request is manifestly unfounded or excessive.
In such cases, we may charge a reasonable fee, or refuse to act on the request. In either case, we will communicate our choices
and explain the reasons behind it.

Further information for Virginia consumers

This section of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the controller running this Application and, if the case may be, its parent, subsidiaries and affiliates (for the purposes
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This section applies to all Users (Users are referred to below, simply as “you”, “your”, “yours”), who are consumers residing in
the Commonwealth of Virginia, according to the “Virginia Consumer Data Protection Act" (the "VCDPA"), and, for such
consumers, it supersedes any other possibly divergent or conflicting information contained in the privacy policy.

This part of the document uses the term “personal data” as defined in the VCDPA.

Categories of personal data processed

In this section, we summarize the categories of personal data that we've processed and the purposes thereof. You can read about
these activities in detail in the section titled “Detailed information on the processing of Persona Data” within this


https://law.lis.virginia.gov/vacode/title59.1/chapter53/

document.
Categories of personal data we collect

We have collected the following categories of personal data: identifiers, internet information, geolocation data and inferred
information

We do not collect sensitive data.

We will not collect additional categories of personal data without notifying you.
Why we process your personal data

To find out why we process your personal data, you can read the sections titled “Detailed information on the processing of
Personal Data” and “The purposes of processing” within this document.

We won’t process your information for unexpected purposes, or for purposes incompatible with the purposes originally disclosed,
without your consent.
You can freely give, deny, or withdraw such consent at any time using the contact details provided in this document.

How we use the data we collect: sharing of your personal data with third parties

We share your personal data with the third parties listed in detail in the section titled “Detailed information on the processing
of Personal Data” within this document. These third parties are grouped and categorized in accordance with the different
purposes of processing.

For our purposes, the word "third party" means "a natural or legal person, public authority, agency, or body other than the
consumer, controller, processor, or an affiliate of the processor or the controller" as defined by the VCDPA.

Sale of your personal data

For our purposes, the word “sale” means any “exchange of personal data for monetary consideration by us to a third party* as
defined by the VCDPA.

Please note that according to the VCDPA, the disclosure of personal data to a processor that processes personal data on behalf of
a controller does not constitute a sale. In addition, other specific exceptions set forth in the VCDPA may apply, such as, but not
limited to, the disclosure of personal data to a third party for the provision of a product or service requested by you.

As specified in the “Detailed information on the processing of Personal Data” section of this document, our use of your personal
information may be considered a sale under VCDPA.

Your right to opt out of the sale of your personal data and how you can exercise it

You have the right to opt out of the sale of your personal data. This means that whenever you request us to stop selling your data,
we will abide by your request. To fully exercise your right to opt out you can contact us at any time using the contact details
provided in this document.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purpose of
complying with the request.

Processing of your personal data for targeted advertising

For our purposes, the word "targeted advertising" means "displaying advertisements to you where the advertisement is selected
based on personal data obtained from your activities over time and across nonaffiliated websites or online applications to predict
your preferences or interests" as defined by the VCDPA.

Please note that according to the VCDPA, targeted advertising does not include: “advertisements based on activities within a
controller's own websites or online applications; advertisements based on the context of a consumer's current search query, visit
to a website or online application; advertisements directed to a consumer in response to the consumer's request for information or
feedback; or processing personal data solely for measuring or reporting advertising performance, reach, or frequency”.

To find out more details on the processing of your personal data for targeted advertising purposes, you can read the section titled
“Detailed information on the processing of Personal Data” within this document.

Your right to opt out of the processing of your personal data for targeted advertising and how you can exercise it

You have the right to opt out of the processing of your personal data for targeted advertising. This means that whenever you ask
us to stop processing your data for targeted advertising, we will abide by your request. To fully exercise your right to opt out you
can contact us at any time, using the contact details provided in this document.



We use any personal data collected from you in connection with the submission of your opt-out request solely for the purposes of
complying with the opt-out request.

Your privacy rights under the Virginia Consumer Data Protection Act and how to exercise them

You may exercise certain rights regarding your data processed by us. In particular, you have the right to do the following:

e access personal data: the right to know. You have the right to request that we confirm whether or not we are processing
your personal data. You also have the right to access such personal data.

e correct inaccurate personal data. You have the right to request that we correct any inaccurate personal data we maintain
about you, taking into account the nature of the personal data and the purposes of the processing of the personal data.

¢ request the deletion of your personal data. You have the right to request that we delete any of your personal data.

¢ obtain a copy of your personal data. We will provide your personal data in a portable and usable format that allows you
to transfer data easily to another entity — provided that this is technically feasible.

« opt out of the processing of your personal data for the purposes of targeted advertising, the sale of personal data, or
profiling in furtherance of decisions that produce legal or similarly significant effects concerning you.

¢ non-discrimination. We will not discriminate against you for exercising your rights under the VCDPA. This means that
we will not, among other things, deny goods or services, charge you a different price, or provide a different level or quality
of goods or services just because you exercised your consumer privacy rights. However, if you refuse to provide your
personal data to us or ask us to delete or stop selling your personal data, and that personal data or sale is necessary for us to
provide you with goods or services, we may not be able to complete that transaction. To the extent permitted by the law, we
may offer a different price, rate, level, quality, or selection of goods or services to you, including offering goods or services
for no fee, if you have exercised your right to opt out, or our offer is related to your voluntary participation in a bona fide
loyalty, rewards, premium features, discounts, or club card program.

How to exercise your rights

To exercise the rights described above, you need to submit your request to us by contacting us via the contact details provided in
this document.

For us to respond to your request, we need to know who you are.

We will not respond to any request if we are unable to verify your identity using commercially reasonable efforts and therefore
confirm that the personal data in our possession actually relate to you. In such cases, we may request that you provide additional
information which is reasonably necessary to authenticate you and your request.

Making a consumer request does not require you to create an account with us. However, we may require you to use your existing
account. We will use any personal data collected from you in connection with your request solely for the purposes of
authentication, without further disclosing the personal data, retaining it longer than necessary for purposes of authentication, or
using it for unrelated purposes.

If you are an adult, you can make a request on behalf of a child under your parental authority.
How and when we are expected to handle your request

We will respond to your request without undue delay, but in all cases and at the latest within 45 days of its receipt. Should we
need more time, we will explain to you the reasons why, and how much more time we need. In this regard, please note that we
may take up to 90 days to fulfill your request.

Should we deny your request, we will explain to you the reasons behind our denial without undue delay, but in all cases and at
the latest within 45 days of receipt of the request. It is your right to appeal such decision by submitting a request to us via the
details provided in this document. Within 60 days of receipt of the appeal, we will inform you in writing of any action taken or
not taken in response to the appeal, including a written explanation of the reasons for the decisions. If the appeal is denied you
may contact the Attorney General to submit a complaint.

We do not charge a fee to respond to your request, for up to two requests per year. If your request is manifestly unfounded,
excessive or repetitive, we may charge a reasonable fee or refuse to act on the request. In either case, we will communicate our
choices and explain the reasons behind them.

Further information for Colorado consumers

This section of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the controller running denna Applikation and, if the case may be, its parent, subsidiaries and affiliates (for the
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This section applies to all Users (Users are referred to below, simply as “you”, “your”, “yours”), who are consumers residing in
the State of Colorado, according to the “Colorado Privacy Act" (the "CPA"), and, for such consumers, it supersedes any other


https://www.oag.state.va.us/consumer-protection/index.php/file-a-complaint

possibly divergent or conflicting information contained in the privacy policy.

This part of the document uses the term “personal data” as defined in the CPA.

Categories of personal data processed

In this section, we summarize the categories of personal data that we've processed and the purposes thereof. You can read about
these activities in detail in the section titled “Detailed information on the processing of Persona Data” within this
document.

Categories of personal data we collect

We have collected the following categories of personal data: identifierare, internetuppgifter, platsdata och hérledda uppgifter
We do not collect sensitive data.

We will not collect additional categories of personal data without notifying you.
Why we process your personal data

To find out why we process your personal data, you can read the sections titled “Detailed information on the processing of
Personal Data” and “The purposes of processing” within this document.

We won’t process your information for unexpected purposes, or for purposes incompatible with the purposes originally disclosed,
without your consent.
You can freely give, deny, or withdraw such consent at any time using the contact details provided in this document.

How we use the data we collect: sharing of your personal data with third parties

We share your personal data with the third parties listed in detail in the section titled “Detailed information on the processing
of Personal Data” within this document. These third parties are grouped and categorized in accordance with the different
purposes of processing.

For our purposes, the word "third party" means "a person, public authority, agency, or body other than a consumer, controller,
processor, or affiliate of the processor or the controller." as defined by the CPA.

Sale of your personal data

As specified in the “Detailed information on the processing of Personal Data” section of this document, our use of your personal
data may be considered a sale under the CPA.
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For our purposes, the word "sale", "sell", or "sold" means "the exchange of personal data for monetary or other valuable
consideration by a controller to a third party" as defined by the CPA.

Please note that according to the CPA, the disclosure of personal data to a processor that processes personal data on behalf of a

controller does not constitute a sale. In addition, other specific exceptions set forth in the CPA may apply, such as, but not limited
to, the disclosure of personal data to a third party for the provision of a product or service requested by you.

Your right to opt out of the sale of your personal data and how you can exercise it

You have the right to opt out of the sale of your personal data. This means that whenever you request us to stop selling your data,
we will abide by your request.

To fully exercise your right to opt out you can contact us at any time, using the contact details provided in this document.
For a simplified opt-out method you can also use the privacy choices link provided on denna Applikation.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purpose of
complying with the request.

Processing of your personal data for targeted advertising

As specified in the “Detailed information on the processing of Personal Data” section of this document, we may use your
personal data for targeted advertising purposes.

For our purposes, the word "targeted advertising" means "displaying to a consumer an advertisement that is selected based on
personal data obtained or inferred over time from the consumer's activities across nonaffiliated websites, applications, or online



services to predict consumer preferences or interests" as defined by CPA.

Please note that according to the CPA, targeted advertising does not include: “advertisements directed to a consumer in response
to the consumer's request for information or feedback; advertisements based on activities within a controller's own websites or
online applications or any affiliated website or online application; advertisements based on the context of a consumer's current
search query, visit to an internet web site or online application; or processing personal data solely to measure or report
advertising frequency, performance or reach”.

Your right to opt out of the processing of your personal data for targeted advertising and how you can exercise it

You have the right to opt out of the processing of your personal data for targeted advertising. This means that whenever you ask
us to stop processing your data for targeted advertising, we will abide by your request.

To fully exercise your right to opt out you can contact us at any time, using the contact details provided in this document.
For a simplified opt-out method you can also use the privacy choices link provided on denna Applikation.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purposes of
complying with the opt-out request.

Universal opt-out mechanism: Global privacy control

If you want to submit requests to opt-out of the sale of personal data eller the targeted advertising via a user-enabled global
privacy control, like the Global Privacy Control (“GPC”), you are free to do so and we will abide by such request. The GPC
consists of a setting or extension in the browser or mobile device and acts as a mechanism that websites can use to indicate they
support the GPC signal. If you want to use GPC, you can download and enable it via a participating browser or browser
extension. More information about downloading GPC is available here.

Your privacy rights under the Colorado Privacy Act and how to exercise them

You may exercise certain rights regarding your data processed by us. In particular, you have the right to do the following:

¢ opt out of the processing of your personal data for the purposes of targeted advertising, the sale of personal data, or
profiling in furtherance of decisions that produce legal or similarly significant effects concerning you.

e access personal data. You have the right to request that we confirm whether or not we are processing your personal data.
You also have the right to access such personal data.

e correct inaccurate personal data. You have the right to request that we correct any inaccurate personal data we maintain
about you, taking into account the nature of the personal data and the purposes of the processing of the personal data.

¢ request the deletion of your personal data. You have the right to request that we delete any of your personal data.

e obtain a copy of your personal data. We will provide your personal data in a portable and usable format that allows you to
transfer data easily to another entity — provided that this is technically feasible.

In any case, we will not increase the cost of, or decrease the availability of, a product or service, based solely on the exercise of
any of your rights and unrelated to the feasibility or the value of a service. However, to the extent permitted by the law, we may
offer a different price, rate, level, quality, or selection of goods or services to you, including offering goods or services for no fee,
if our offer is related to your voluntary participation in a bona fide loyalty, rewards, premium features, discounts, or club card
program.

How to exercise your rights

To exercise the rights described above, you need to submit your request to us by contacting us via the contact details provided in
this document.

For us to respond to your request, we need to know who you are and which right you wish to exercise.

We will not respond to any request if we are unable to verify your identity using commercially reasonable efforts and therefore
confirm that the personal data in our possession actually relate to you. In such cases, we may request that you provide additional
information which is reasonably necessary to authenticate you and your request.

Making a consumer request does not require you to create an account with us. However, we may require you to use your existing
account. We will use any personal data collected from you in connection with your request solely for the purposes of
authentication, without further disclosing the personal data, retaining it longer than necessary for purposes of authentication, or
using it for unrelated purposes.

If you are an adult, you can make a request on behalf of a child under your parental authority.

How and when we are expected to handle your request


https://globalprivacycontrol.org/
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We will respond to your request without undue delay, but in all cases and at the latest within 45 days of its receipt. Should we
need more time, we will explain to you the reasons why, and how much more time we need. In this regard, please note that we
may take up to 90 days to fulfill your request.

Should we deny your request, we will explain to you the reasons behind our denial without undue delay, but in all cases and at
the latest within 45 days of receipt of the request. It is your right to appeal such decision by submitting a request to us via the
details provided in this document. Within 45 days of receipt of the appeal, we will inform you in writing of any action taken or
not taken in response to the appeal, including a written explanation of the reasons for the decisions. If the appeal is denied you
may contact the Attorney General to submit a complaint.

We do not charge a fee to respond to your request, for up to two requests per year.

Further information for Connecticut consumers

This section of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the controller running denna Applikation and, if the case may be, its parent, subsidiaries and affiliates (for the
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This section applies o all Users (Users are referred to below, simply as “you”, “your”, “yours”), who are consumers residing in
the State of Connecticut, according to “An Act Concerning Personal Data Privacy and Online Monitoring " (also known as "The
Connecticut Data Privacy Act" or the “CTDPA"), and, for such consumers, it supersedes any other possibly divergent or
conflicting information contained in the privacy policy.

This part of the document uses the term “personal data” as defined in the CTDPA.

Categories of personal data processed

In this section, we summarize the categories of personal data that we've processed and the purposes thereof. You can read about
these activities in detail in the section titled “Detailed information on the processing of Persona Data” within this
document.

Categories of personal data we collect

We have collected the following categories of personal data: identifierare, internetuppgifter, platsdata och harledda uppgifter
We do not collect sensitive data.

We will not collect additional categories of personal data without notifying you.
‘Why we process your personal data

To find out why we process your personal data, you can read the sections titled “Detailed information on the processing of
Personal Data” and “The purposes of processing” within this document.

We won’t process your information for unexpected purposes, or for purposes incompatible with the purposes originally disclosed,

without your consent.
You can freely give, deny, or withdraw such consent at any time using the contact details provided in this document.

How we use the data we collect: sharing of your personal data with third parties

We share your personal data with the third parties listed in detail in the section titled “Detailed information on the processing
of Personal Data” within this document. These third parties are grouped and categorized in accordance with the different
purposes of processing.

For our purposes, the word "third party" means "a person, public authority, agency, or body other than a consumer, controller,
processor, or affiliate of the processor or the controller." as defined by the CTDPA.

Sale of your personal data

As specified in the “Detailed information on the processing of Personal Data” section of this document, our use of your personal
data may be considered a sale under the CTDPA.

For our purposes, the word "sale", "sell", or "sold" means "the exchange of personal data for monetary or other valuable
consideration by a controller to a third party" as defined by the CTDPA.

Please note that according to the CTDPA, the disclosure of personal data to a processor that processes personal data on behalf of
a controller does not constitute a sale. In addition, other specific exceptions set forth in the CTDPA may apply, such as, but not



limited to, the disclosure of personal data to a third party for the provision of a product or service requested by you.
Your right to opt out of the sale of your personal data and how you can exercise it

You have the right to opt out of the sale of your personal data. This means that whenever you request us to stop selling your data,
we will abide by your request.

To fully exercise your right to opt out you can contact us at any time, using the contact details provided in this document.
For a simplified opt-out method you can also use the privacy choices link provided on denna Applikation.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purpose of
complying with the request.

Processing of your personal data for targeted advertising

As specified in the “Detailed information on the processing of Personal Data” section of this document, we may use your
personal data for targeted advertising purposes.

For our purposes, the word "targeted advertising" means "displaying to a consumer an advertisement that is selected based on
personal data obtained or inferred over time from the consumer's activities across non affiliated websites, applications, or online
services to predict consumer preferences or interests" as defined by CTDPA.

Please note that according to the CTDPA, targeted advertising does not include: “advertisements based on activities within a
controller's own web sites or online applications; advertisements based on the context of a consumer's current search query, visit
to an internet web site or online application; advertisements directed to a consumer in response to the consumer's request for
information or feedback; or processing personal data solely to measure or report advertising frequency, performance or reach”.

Your right to opt out of the processing of your personal data for targeted advertising and how you can exercise it

You have the right to opt out of the processing of your personal data for targeted advertising. This means that whenever you ask
us to stop processing your data for targeted advertising, we will abide by your request.

To fully exercise your right to opt out you can contact us at any time, using the contact details provided in this document.
For a simplified opt-out method you can also use the privacy choices link provided on denna Applikation.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purposes of
complying with the opt-out request.

Universal opt-out mechanism: Global privacy control

If you want to submit requests to opt-out of the sale of personal data eller the targeted advertising via a user-enabled global
privacy control, like the Global Privacy Control (“GPC”), you are free to do so and we will abide by such request. The GPC
consists of a setting or extension in the browser or mobile device and acts as a mechanism that websites can use to indicate they
support the GPC signal. If you want to use GPC, you can download and enable it via a participating browser or browser
extension. More information about downloading GPC is available here.

Your privacy rights under the Connecticut Data Privacy Act and how to exercise them

You may exercise certain rights regarding your data processed by us. In particular, you have the right to do the following:

e access personal data. You have the right to request that we confirm whether or not we are processing your personal data.
You also have the right to access such personal data.

e correct inaccurate personal data. You have the right to request that we correct any inaccurate personal data we maintain
about you, taking into account the nature of the personal data and the purposes of the processing of the personal data.

o request the deletion of your personal data. You have the right to request that we delete any of your personal data.

¢ obtain a copy of your personal data. We will provide your personal data in a portable and usable format that allows you to
transfer data easily to another entity — provided that this is technically feasible.

¢ opt out of the processing of your personal data for the purposes of targeted advertising, the sale of personal data, or
profiling in furtherance of decisions that produce legal or similarly significant effects concerning you.

In any case, we will not increase the cost of, or decrease the availability of, a product or service, based solely on the exercise of
any of your rights and unrelated to the feasibility or the value of a service. However, to the extent permitted by the law, we may
offer a different price, rate, level, quality, or selection of goods or services to you, including offering goods or services for no fee,
if our offer is related to your voluntary participation in a bona fide loyalty, rewards, premium features, discounts, or club card
program.
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How to exercise your rights

To exercise the rights described above, you need to submit your request to us by contacting us via the contact details provided in
this document.

For us to respond to your request, we need to know who you are and which right you wish to exercise.

We will not respond to any request if we are unable to verify your identity using commercially reasonable efforts and therefore
confirm that the personal data in our possession actually relate to you. In such cases, we may request that you provide additional
information which is reasonably necessary to authenticate you and your request.

Making a consumer request does not require you to create an account with us. However, we may require you to use your existing
account. We will use any personal data collected from you in connection with your request solely for the purposes of
authentication, without further disclosing the personal data, retaining it longer than necessary for purposes of authentication, or
using it for unrelated purposes.

If you are an adult, you can make a request on behalf of a child under your parental authority.
How and when we are expected to handle your request

We will respond to your request without undue delay, but in all cases and at the latest within 45 days of its receipt. Should we
need more time, we will explain to you the reasons why, and how much more time we need. In this regard, please note that we
may take up to 90 days to fulfill your request.

Should we deny your request, we will explain to you the reasons behind our denial without undue delay, but in all cases and at
the latest within 45 days of receipt of the request. It is your right to appeal such decision by submitting a request to us via the
details provided in this document. Within 45 days of receipt of the appeal, we will inform you in writing of any action taken or

not taken in response to the appeal, including a written explanation of the reasons for the decisions. If the appeal is denied, you
may contact the Attorney General to submit a complaint.

We do not charge a fee to respond to your request, for up to one request per year.

Ytterligare information for konsumenter i Utah

This section of the document integrates with and supplements the information contained in the rest of the privacy policy and is
provided by the controller running denna Applikation and, if the case may be, its parent, subsidiaries and affiliates (for the
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purposes of this section referred to collectively as “we”, “us”, “our”).

9 < CLINT3

This section applies to all Users (Users are referred to below, simply as “you”, “your”, “yours”), who are consumers residing in
the State of Utah, according to the “Consumer Privacy Act" (the “UCPA"), and, for such consumers, it supersedes any other
possibly divergent or conflicting information contained in the privacy policy.

This part of the document uses the term “personal data” as defined in the UCPA.
Categories of personal data processed

In this section, we summarize the categories of personal data that we've processed and the purposes thereof. You can read about
these activities in detail in the section titled “Detailed information on the processing of Persona Data” within this
document.

Categories of personal data we collect

We have collected the following categories of personal data: identifierare, internetuppgifter, platsdata och hérledda uppgifter
We do not collect sensitive data.

We will not collect additional categories of personal data without notifying you.
Why we process your personal data

To find out why we process your personal data, you can read the sections titled “Detailed information on the processing of
Personal Data” and “The purposes of processing” within this document.

How we use the data we collect: sharing of your personal data with third parties

We share your personal data with the third parties listed in detail in the section titled “Detailed information on the processing
of Personal Data” within this document. These third parties are grouped and categorized in accordance with the different
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purposes of processing.

For our purposes, the word "third party" means "a person other than: the consumer, controller, or processor; or an affiliate or
contractor of the controller or the processor" as defined by the UCPA.

Sale of your personal data
As specified in the “Detailed information on the processing of Personal Data” section of this document, our use of your personal

data may be considered a sale under the UCPA.

"nn

For our purposes, the word "sale", "sell", or "sold" means "the exchange of personal data for monetary or other valuable
consideration by a controller to a third party" as defined by the UCPA.

Please note that according to the UCPA, the disclosure of personal data to a processor that processes personal data on behalf of a

controller does not constitute a sale. In addition, other specific exceptions set forth in the UCPA may apply, such as, but not
limited to, the disclosure of personal data to a third party for the provision of a product or service requested by you.

Your right to opt out of the sale of your personal data and how you can exercise it

You have the right to opt out of the sale of your personal data. This means that whenever you request us to stop selling your data,
we will abide by your request.

To fully exercise your right to opt out you can contact us at any time, using the contact details provided in this document.
For a simplified opt-out method you can also use the privacy choices link provided on denna Applikation.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purpose of
complying with the request.

Processing of your personal data for targeted advertising

As specified in the “Detailed information on the processing of Personal Data” section of this document, we may use your
personal data for targeted advertising purposes.

For our purposes, the word "targeted advertising" means "displaying to a consumer an advertisement that is selected based on
personal data obtained or inferred over time from the consumer's activities across nonaffiliated websites, applications, or online
services to predict consumer preferences or interests" as defined by UCPA.

Please note that according to the UCPA, targeted advertising does not include: “advertisements based on activities within a
controller's own websites or online applications or any affiliated website or online application; advertisements based on the
context of a consumer's current search query, visit to an web site or online application; advertisements directed to a consumer in
response to the consumer's request for information, product, a service or feedback; or processing personal data solely to measure
or report advertising performance, reach or frequency.”

Your right to opt out of the processing of your personal data for targeted advertising and how you can exercise it

You have the right to opt out of the processing of your personal data for targeted advertising. This means that whenever you ask
us to stop processing your data for targeted advertising, we will abide by your request.

To fully exercise your right to opt out you can contact us at any time, using the contact details provided in this document.
For a simplified opt-out method you can also use the privacy choices link provided on denna Applikation.

We use any personal data collected from you in connection with the submission of your opt-out request solely for the purposes of
complying with the opt-out request.

Your privacy rights under the Utah Consumer Privacy Act and how to exercise them

You may exercise certain rights regarding your data processed by us. In particular, you have the right to do the following:

¢ access personal data. You have the right to request that we confirm whether or not we are processing your personal data.
You also have the right to access such personal data.

o request the deletion of your personal data. You have the right to request that we delete any of your personal data.

e obtain a copy of your personal data. We will provide your personal data in a portable and usable format that allows you to
transfer data easily to another entity — provided that this is technically feasible.

¢ opt out of the processing of your personal data for the purposes of targeted advertising or the sale of personal data.



In any case, we will not increase the cost of, or decrease the availability of, a product or service, based solely on the exercise of
any of your rights and unrelated to the feasibility or the value of a service. However, to the extent permitted by the law, we may
offer a different price, rate, level, quality, or selection of goods or services to you, including offering goods or services for no fee,
if our offer is related to your voluntary participation in a bona fide loyalty, rewards, premium features, discounts, or club card
program.

How to exercise your rights

To exercise the rights described above, you need to submit your request to us by contacting us via the contact details provided in
this document.

For us to respond to your request, we need to know who you are and which right you wish to exercise.

We will not respond to any request if we are unable to verify your identity using commercially reasonable efforts and therefore
confirm that the personal data in our possession actually relate to you. In such cases, we may request that you provide additional
information which is reasonably necessary to authenticate you and your request. We may retain your email address to respond to

your request.

If you are an adult, you can make a request on behalf of a child under your parental authority.
How and when we are expected to handle your request

We will respond to your request without undue delay, but in all cases and at the latest within 45 days of its receipt. Should we
need more time, we will explain to you the reasons why, and how much more time we need. In this regard, please note that we
may take up to 90 days to fulfill your request.

Should we deny your request, we will explain to you the reasons behind our denial without undue delay, but in all cases and at
the latest within 45 days of receipt of the request.

We do not charge a fee to respond to your request, for up to one request per year.

Ytterligare information om insamling och behandling av Uppgifter

Riittsliga atgirder

Agaren kan anviinda Anvindarens Personuppgifter for rittsliga indamal, i domstol eller i de skeden som féregar eventuella
rattsliga atgérder till foljd av felaktig anvéndning av denna Applikation eller relaterade Tjanster.

Anvindaren &r inforstddd med att Agaren kan vara skyldig att 1dmna ut personuppgifter pa begiran av offentliga myndigheter.

Ytterligare information om Anvindarens Personuppgifter

Utover informationen i denna integritetspolicy kan denna Applikation pa begéran ge Anvandaren ytterligare och kontextuell
information om sérskilda Tjénster eller insamling och behandling av Personuppgifter.

Systemloggar och underhall

For drift- och underhéllséndamal kan denna Applikation och eventuella tredjepartstjénster samla in filer som registrerar
interaktion med denna Applikation (Systemloggar) eller anvéinda andra Personuppgifter (t.ex. IP-adresser) for detta andamal.

Information som inte finns i denna policy

Mer information om insamling eller behandling av Personuppgifter kan nir som helst fas fran Agaren. Kontaktuppgifter finns i
borjan av detta dokument.

Andringar i denna integritetspolicy

Agaren har ritt att nir som helst gora indringar i denna integritetspolicy genom att meddela Anvindarna pa denna sida och
eventuellt via denna Applikation och/eller —i den mén det dr tekniskt och juridiskt méjligt — genom att skicka ett meddelande till
Anvindarna via de kontaktuppgifter som Agaren har tillgng till. Anvéndare rekommenderas starkt att kontrollera den hér sidan

ofta och notera datum for senaste dndring, som anges langst ner.

Om #ndringarna paverkar en behandling som utférs med Anviindarens samtycke som grund, ska Agaren inhimta nytt samtycke
fran Anvéndaren nér sa krévs.

Definitioner och riattsinformation



Personuppgifter (eller Uppgifter, Data)

All information som direkt, indirekt eller i kombination med annan information — exempelvis ett personnummer — gor det mojligt
att identifiera en fysisk person.

Anvindningsdata

Information som samlas in automatiskt via denna Applikation (eller tredjepartstjinster som anvénds av denna Applikation), vilket
kan inkludera: IP-adresser eller doménnamn for de datorer som Anvindaren anviander, URI-adresser (Uniform Resource
Identifier), tidpunkt for forfragan, metod som anvints for att skicka forfragan till servern, storlek pa den fil som mottogs som
svar, serversvarets statuskod (begéran behandlad, fel m.m.), ursprungsland, funktioner i Anvidndarens webblisare och
operativsystem, tidsuppgifter for varje besok (t.ex. tid som tillbringats pé varje sida i Applikationen) samt uppgifter om vilken
vag Anvindaren f0ljt i Applikationen, i synnerhet i vilken ordningsfoljd sidor har besokts, samt andra parametrar som ror
enhetens operativsystem och/eller Anvéndarens IT-miljo.

Anvindare

Personen som anvinder denna Applikation. Denne maste, om inget annat anges, vara den Registrerade.
Den Registrerade

Den fysiska person som Personuppgifterna avser.

Personuppgiftsbitride

En fysisk eller juridisk person, offentlig myndighet, institution eller annat organ som behandlar Personuppgifter for den
Personuppgiftsansvariges rakning, enligt beskrivningen i denna integritetspolicy.

Den Personuppgiftsansvarige (eller Agaren)

En fysisk eller juridisk person, offentlig myndighet, institution eller annat organ som ensamt eller tillsammans med andra beslutar
om dndamélen och medlen for behandling av Personuppgifter, inklusive sdkerhetsdtgarder for drift och anvéndning av denna
Applikation. Den Personuppgiftsansvarige ir, om inget annat anges, Agaren till denna Applikation.

Denna Applikation
Det medel genom vilket Anvindarens Personuppgifter samlas in och behandlas.
Tjédnsten

Tjansten som denna Applikation tillhandahaller enligt beskrivningen i de relevanta villkoren (om sadana finns) och pa
webbplatsen/i applikationen.

Europeiska unionen (eller EU)

Om inget annat anges syftar alla hinvisningar till Europeiska unionen i detta dokument pa samtliga nuvarande medlemsstater i
Europeiska unionen och i Europeiska ekonomiska samarbetsomradet.

Cookie
Cookies ar Spérare som bestir av sma datamingder som lagras i Anvindarens webbldsare.
Sparare

Sparare avser alla tekniker — t.ex. Cookies, unika identifierare, webbfyrar, inbdddade skript, taggar och signaturinsamling — som
gor det mojligt att spara en Anvéndare, till exempel genom att fa tillgang till eller lagra information p4 Anvindarens enhet.

Juridisk information

Denna integritetspolicy har utarbetats pa grundval av bestimmelser i flera olika lagstiftningar.
Om inget annat anges i detta dokument géller integritetspolicyn endast denna Applikation.

Senast uppdaterad: 5 februari 2024



